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This equipment is in the Class 1 category (Information Technology Equipment to be used in commercial and/or industrial
areas) and conforms to the standards set by the Voluntary Control Council For Interference by Information Technology
Equipment aimed at preventing radio interference in commercial and/or industrial areas.Consequently, when used in a
residential area or in an adjacent area thereto, radio interference may be caused to radios and TV receivers, etc. Read the
instructions for correct handling.

FCC REQUIREMENTS (Notice to Users of DS1 Service)

The following instructions are provided to ensure compliance with the Federal Communications Commission (FCC) Rules,
Part 68.

(1) This device must only be connected to the DS1 network connected behind an FCC Part 68
registered channel service unit. Direct connection is not allowed.

(2) Before connecting your unit, you must inform the telephone company of the following

information:
Port ID REN/SOC FIC usocC
NM-6/DS1C 6.0N 04DU9-BN, RJ48C
04DU9-DN,
NM-2/DS1C 6.0N 04DU9-1ZN, and RJ48C
04DU9-1SN

(3) If the unit appears to be malfunctioning, it should be disconnected from the telephone lines
until you learn if your equipment or the telephone line is the source of the trouble. If your
equipment needs repair, it should not be reconnected until it is repaired.

(4) If the telephone company finds that this equipment is exceeding tolerable parameters, the
telephone company can temporarily disconnect service, although they will attempt to give
you advance notice if possible.

(5) Under the FCC Rules, no customer is authorized to repair this equipment. This restriction
applies regardless of whether the equipment is in or out of warranty.

(6) If the telephone company alters their equipment in a manner that will affect use of this
device, they must give you advance warning so as to give you the opportunity for uninter-
rupted service. You will be advised of your right to file a complaint with the FCC.



CANADIAN IC CS-03 COMPLIANCE STATEMENT

NOTICE: The Industry Canada label identifies certified equipment. This certification means that the equipment meets cer-
tain telecommunications network protective, operational and safety requirements. The Industry Canada label does not
guarantee the equipment will operate to the user’s satisfaction.

Before installing this equipment, users should ensure that it is permissible to be connected to the facilities of the local tele-
communications company. The equipment must also be installed using an acceptable method of connection. In some cases,
the company’s inside wiring associated with a single line individual service may be extended by means of a certified con-
nector assembly (telephone extension cord). The customer should be aware that compliance with the above conditions may
not prevent degradation of service in some situations.

Repairs to certified equipment should be made by an authorized Canadian maintenance facility designated by the supplier.
Any repairs or alterations made by the user to this equipment, or equipment malfunctions, may give the telecommunica-
tions company cause to request the user to disconnect the equipment.

Users should ensure for their own protection that the electrical ground connections of the power utility, telephone lines and
internal metallic water pipe system, if present, are connected together. This precaution may be particularly important in
rural areas.

Caution : Users should not attempt to make such connections themselves, but should contact the appropriate electric
inspection authority, or electrician, as appropriate.

E1 AND E3 NOTICE

The E1 (NM-6/E1C and NM-2/E1C) and E3 (NM-4/E3C and NM-2/E3C) network modules that are described in this
manual are approved for use in FORE Systems’ host systems providing that the instructions below are strictly observed.
Failure to follow these instructions invalidates the approval.

Pan European Approval - CE Marking

Pan European approval of the E1 network module was issued by BABT following assessment against CTR12. This means
that it can be connected to ONP and unstructured PTO-provided private circuits with 120 Q interfaces in all European
countries, according to Telecommunications Terminal Equipment (TTE) Directive 91/263/EEC. Thus, the following CE
mark applies:

(€168X

The E1 and E3 network modules conform to safety standard EN60950 1992 following the provisions of Low \oltage
Product Safety Directive 73/23/EEC and CE Marking Directive 93/68/EEC, and can be marked accordingly with the CE
symbol.

The E1 and E3 network modules conform to EN55022 1994 and EN50082-1 1992 following the provisions of the EMC
Directive 89/336/EEC, and can be marked accordingly with the CE symbol.



National Approvals
UK

Network Module

Connects to

Approval Number

El Structured and unstructured AAB0953
PTO-provided private circuits
with 75 Q interfaces
E3 PTO-provided private circuits NS/4387/1/T/605954

with 75 Q interfaces

Germany

Network Module

Connects to

Approval Number

E3

Structured PTO-provided private circuits
with 75 Q interfaces

A127535H for the ASX-1000
A127534H for the ASX-200BX or ASX-200WG

Switzerland

Network Module

Connects to

Approval Number

El Structured PTO-provided private circuits 96.0872.0.N
with 120 Q interfaces
E3 Structured PTO-provided private circuits 96.0873.0.N

with 75 Q interfaces

Required User Guide Statements - UK Installation

The use of auxiliary products not authorized by FORE Systems in FORE Systems ATM Switches may cause the power spec-
ification to be exceeded and is a potential safety hazard.
The equipment must be installed such that with the exception of the connections to the host, clearance and creepage
distances shown in the table below are maintained between the network module and any other assemblies which use or
generate a voltage shown in the table below. The larger distance shown in brackets applies where the local environment
within the host is subject to conductive pollution or dry non-conductive pollution which could become conductive due to

condensation. Failure to maintain these minimum distances invalidates the approval.

Clearance (mm)

Creepage (mm)

Voltage Used or Generated
by Host or by Network Modules

2.0 2.4 (3.8) UP 10 50 Vs OF Ve
26 3.0 (4.8) UPp 10 125 Vyms 0F Ve
40 5.0 (8.0) UP 10 250 Vyms OF Ve
46 6.4 (10.0) UPp 10 300 Vyg OF Ve

For a host or other expansion card fitted in the host, using or generating voltages greater
than 300V (rms or dc), advice from a competent telecommunications engineer must be
obtained before installation of the relevant equipment.

Above 300 Vs or Ve

NOTE: Installing the network modules in the appropriate FORE Systems hosts, according to the installation instructions
provided, satisfies the requirements listed above.




The following tables show the available ports and their safety status:
NM-6/E1C and NM-2/E1C

Ports Safety Status
E1 Ports TNV operating at SELV
Bus Connector SELV

NM-4/E3C and NM-2/E3C

Ports Safety Status
E3 Ports TNV operating at SELV
Bus Connector SELV
CE NOTICE

Marking by the symbol CE indicates compliance of this system to the EMC (Electromagnetic Compatibility) directive of the
European Community and compliance to the Low Voltage (Safety) Directive. Such marking is indicative that this system
meets or exceeds the following technical standards:

= EN 55022 - “Limits and Methods of Measurement of Radio Interference Characteristics of Information Tech-
nology Equipment.”

= EN 50082-1 - “Electromagnetic compatibility - Generic immunity standard Part 1: Residential, commercial,
and light industry.”

= |EC 1000-4-2 - “Electromagnetic compatibility for industrial-process measurement and control equipment
Part 2: Electrostatic discharge requirements.”
= |EC 1000-4-3 - “Electromagnetic compatibility for industrial-process measurement and control equipment

Part 3: Radiate electromagnetic field requirements.”

= |EC 1000-4-4 - “Electromagnetic compatibility for industrial-process measurement and control equipment
Part 4: Electrical fast transient/burst requirements.”

SAFETY CERTIFICATIONS

ETL certified to meet Information Technology Equipment safety standards UL 1950, CSA 22.2 No. 950, and EN 60950.
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Preface

This manual provides the technical information needed to configure the ATM Management
Interface (AMI) for the ForeRunner™ family of ATM Switches, TNX ATM Switches, and
ForeRunnerLE Switches. This document was created for users with various levels of experi-
ence. If you have any questions or problems, please contact FORE Systems’ Technical Support.

Chapter Summaries

Chapter 1 - AMI Configuration Commands - Contains a text and graphical description of the
configuration level AMI commands.

Related Manuals

Descriptions of the root, display, operation, and statistics level AMI commands can be found
in the ATM Management Interface (AMI) Manual. Descriptions of the debug level AMI com-
mands can be found in the ATM Switch Diagnostics and Troubleshooting Manual for your switch.
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Preface

Technical Support

In the U.S.A., you can contact FORE Systems’ Technical Support by any one of four methods:

1. If you have access to the Internet, you may contact FORE Systems’ Technical
Support via e-mail at:

support@fore.com
2. You may telephone your questions to “support” at:
800-671-FORE or 412-635-3700
3. You may FAX your questions to “support” at:
412-742-7900
4. You may send questions, via U.S. Mail, to:
FORE Systems, Inc.
1000 FORE Drive

Warrendale, PA 15086-7502

Technical support for non-U.S.A. customers should be handled through your local distributor.

No matter which method is used for technical support, please be prepared to provide your
support contract ID number, the serial number(s) of the product(s), and as much information
as possible describing your problem/question.

ii AMI Configuration Commands Reference Manual



Preface

Typographical Styles

Throughout this manual, all specific commands meant to be entered by the user appear on a
separate line in bold typeface. In addition, use of the Enter or Return Kkey is represented as
<ENTER=> The following example demonstrates this convention;

aoejald

cd /usr <ENTER>

File names that appear within the text of this manual are represented in the following style:
“...the fore_install program installs this distribution.”

Command names that appear within the text of this manual are represented in the following
style: “...using the flush-cache = command clears the bridge cache.”

Subsystem names that appear within the text of this manual are represented in the following
style: “...to access the bridge subsystem...”

Parameter names that appear within the text of this manual are represented in the following
style: “...using <seg-list> allows you to specify the segments for which you want to display
the specified bridge statistics.”

Any messages that appear on the screen during software installation and network interface
administration are shown in Courier font to distinguish them from the rest of the text as fol-
lows:

.... Are all four conditions true?
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Important Information Indicators

To call your attention to safety and otherwise important information that must be reviewed to
ensure correct and complete installation, as well as to avoid damage to the FORE Systems
product or to your system, FORE Systems utilizes the following WARNING/CAUTION/NOTE
indicators.

WARNING statements contain information that is critical to the safety of the operator and/or
the system. Do not proceed beyond a WARNING statement until the indicated conditions are
fully understood or met. This information could prevent serious injury to the operator, dam-
age to the FORE Systems product, the system, or currently loaded software, and is indicated
as follows:

WARNING! Hazardous voltages are present. To reduce the
risk of electrical shock and danger to personal

ﬂ health, follow the instructions carefully.

CAUTION statements contain information that is important for proper installation/opera-
tion. Compliance with CAUTION statements can prevent possible equipment damage and/
or loss of data and are indicated as follows:

CAUTION You risk damaging your equipment and/or

software if you do not follow these instructions.

NOTE statements contain information that has been found important enough to be called to
the special attention of the operator and is set off from the text as follows:

If you change the value of the LECS control

m parameters while the LECS process is running,
the new values do not take effect until the LECS
process is stopped, and then restarted.
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Invisible Laser Radiation Notice

aoejald

Class 1 Laser Product:

This product conforms to
applicable requirements of

21 CFR 1040 at the date of
manufacture.

Class 1 lasers are defined as products which do not permit human access to laser radiation in
excess of the accessible limits of Class 1 for applicable wavelengths and durations. These
lasers are safe under reasonably foreseeable conditions of operation. Do not view beam with

optical instruments.
Single mode fiber optic network modules contain a Class 1 laser.

This Laser Notice section only applies to
m products or components containing Class 1
lasers.
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Safety Precautions

For your protection, observe the following safety precautions when setting up equipment:

< Follow all warnings and instructions marked on the equipment.

= Ensure that the voltage and frequency of your power source matches the voltage
and frequency inscribed on the equipment’s electrical rating label.

= Never push objects of any kind through openings in the equipment. Dangerous
voltages may be present. Conductive foreign objects could produce a short circuit
that could cause fire, electric shock, or damage to your equipment.

Modifications to Equipment

Do not make mechanical or electrical modifications to the equipment. FORE Systems, Inc., is
not responsible for regulatory compliance of a modified FORE product.
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O VAVANSIZa Il AMI Configuration Commands

This chapter contains a detailed description of the AMI configuration commands. The
main configuration menu can be found at the root level. There are several commands avail-
able under configuration . Commands that are submenus are immediately followed by a
“>” symbol. Typing configuration ? at the prompt at the root level displays the
configuration commands as follows:

myswitch::> configuration ?

alarms> atmarp> atmroute> board>
cec> ces> ilmiproxy> ip>

lane> module> nsap> port>
gqos> gosext> rs232> security>
snmp> spans> spvc> switch>
system> timing> signalling> upc>
vee> vpc> vpt>

Each of these commands has a submenu of commands which are described in the following
subsections.

1.1 Alarms Configuration Commands

This submenu allows you to configure alarms. You can display the list of available subcom-

mands by typing alarms ?  at the configuration level.
myswitch::configuration> alarms ?
show enable disable reset
module>
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1.1.1 Displaying Alarm Conditions

This command lets you display the status of all alarms. The linkFailed
netmodRemovedHighPrio , and netmodRemovedLowPrio alarms are available on all
switches. The powerSupplylnputFailed and tempSensorOverTemp alarms are available
on all switches, except an LE 155. The powerSupplyOutputFailed alarm is only available
on an ASX-200BX, an ASX-1000, a TNX-210, and a TNX-1100. The fanBankFailed alarm is
only available on an ASX-1000 and a TNX-1100. The powerSupplyOverCurrent and
powerSupply5VoltFailed alarms are only available on a DC-powered ASX-1000 and
TNX-1100. Enter the following parameters:

, spansFailed

myswitch::configuration alarms> show
AlarmType AlarmStatus MinorAlarm MajorAlarm
powerSupplylnputFailed inactive disabled enabled
powerSupplyOutputFailed inactive disabled enabled
fanBankFailed inactive disabled enabled
tempSensorOverTemp inactive disabled enabled
linkFailed inactive enabled  disabled
spansFailed inactive enabled disabled
netmodRemovedHighPrio inactive disabled disabled
netmodRemovedLowPrio inactive disabled disabled
Major alarm relay status: off
Minor alarm relay status: off

The fields in this display are defined as follows:

Field Description
AlarmType The name of the alarm.

AlarmStatus

Showvs if the state of the alarm is active (alarming) or inactive (not alarming). An alarm is
active if the underlying condition is detected. For power supplies, the input failed alarm
condition is active if the input voltage is not within the nominal range for the supply. This
does not necessarily mean that an output failure will result. A power supply output fail-
ure condition is active if any power supply is failing or if it is physically removed.

MinorAlarm Disabled means that this alarm type will not cause a minor alarm. Enabled means that
this alarm type will cause a minor alarm.
MajorAlarm Disabled means that this alarm type will not cause a major alarm. Enabled means that

this alarm type will cause a major alarm.

Major alarm relay status

Off means that no major alarms are currently active. On means that one or more major
alarms are currently active. Look at the AlarmStatus field to see which condition is in a
state of alarm.

Minor alarm relay status

Off means that no minor alarms are currently active. On means that one or more minor
alarms are currently active. Look at the AlarmStatus field to see which condition is in a
state of alarm.
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1.1.2 Enabling an Alarm

This command lets you enable an alarm. Enter the following parameters:
myswitch::configuration alarms> enable (major | minor ) <alarm type>

These parameters are defined as follows:

Parameter Description
major Indicates that the designated alarm type causes a major alarm when that condition occurs. >
- " <
minor Indicates that the designated alarm type causes a minor alarm when that condition occurs. | g (_7
o
alarm type Indicates the kind of alarm condition. Valid alarm types are displayed in the AlarmType g S..
field for configuration alarms show > ué
=} -~
&2
o
=]

For example, to enable an overtemperature condition that is detected by the overtemperature
sensor as a major alarm, enter the following parameters:

myswitch::configuration alarms> enable major tempSensorOverTemp

To verify that the change has taken effect, you can display the alarms:

myswitch::configuration alarms> show

AlarmType AlarmStatus MinorAlarm MajorAlarm
powerSupplylnputFailed inactive disabled enabled
powerSupplyOutputFailed inactive disabled enabled
fanBankFailed inactive disabled enabled
tempSensorOverTemp inactive disabled enabled
linkFailed inactive enabled  disabled
spansFailed inactive enabled  disabled
netmodRemovedHighPrio inactive disabled disabled
netmodRemovedLowPrio inactive disabled disabled

Major alarm relay status: off
Minor alarm relay status: off
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1.1.3 Disabling an Alarm

This command lets you disable an alarm. Enter the following parameters:
myswitch::configuration alarms> disable  (major | minor ) <alarm type>

These parameters are defined as follows:

Parameter Description
major Indicates that a major alarm is being disabled.
minor Indicates that a minor alarm is being disabled.
alarm type Indicates the kind of alarm condition. Valid alarm types are displayed in the AlarmType
field for configuration alarms show

For example, to disable a link failure as a minor alarm, enter the following parameters:
myswitch::configuration alarms> disable minor linkFailed

To verify that the change has taken effect, you can display the alarms:

myswitch::configuration alarms> show

AlarmType AlarmStatus  MinorAlarm MajorAlarm
powerSupplylnputFailed inactive disabled enabled
powerSupplyOutputFailed inactive disabled enabled
fanBankFailed inactive disabled enabled
tempSensorOverTemp inactive disabled enabled
linkFailed inactive disabled enabled
spansFailed inactive enabled  disabled
netmodRemovedHighPrio inactive disabled disabled
netmodRemovedLowPrio inactive disabled disabled

Major alarm relay status: off
Minor alarm relay status: off
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1.1.4 Resetting an Alarm

This command lets you reset either the linkFailed alarm, the spansFailed  alarm, or both
alarms. Enter the following parameters:

myswitch::configuration alarms> reset  ( <alarm type> | all )

These parameters are defined as follows:

Parameter Description
alarm type Indicates which alarm to reset. Can be either linkFailed or spansFailed
all Indicates that both the linkFailed and the spansFailed  alarms will be reset.

0
o
3
3
D
=
o
a

For example, to reset the linkFailed alarm, enter the following parameters:

uoneinByuod NV

myswitch::configuration alarms> reset linkFailed
Alarm linkFailed reset.

To verify that the change has taken effect, you can display the alarms:

myswitch::configuration alarms> show

AlarmType AlarmStatus MinorAlarm MajorAlarm
powerSupplylnputFailed inactive disabled enabled
powerSupplyOutputFailed inactive disabled enabled
fanBankFailed inactive disabled enabled
tempSensorOverTemp inactive disabled enabled
linkFailed inactive enabled  disabled
spanskFailed active enabled  disabled
netmodRemovedHighPrio inactive disabled disabled
netmodRemovedLowPrio inactive disabled disabled

Major alarm relay status: off
Minor alarm relay status: on

AMI Configuration Commands Reference Manual



AMI Configuration Commands

1.1.5 Network Module Alarm Commands

These commands, used in conjunction with the conf alarm enable and disable com-
mands, allow you to configure alarms that notify you of the physical removal of a network
module from a particular slot in the switch fabric. You can display the list of available subcom-
mands by typing module ? at the alarms level.

myswitch::configuration alarms> module ?
show assign

1.1.5.1 Displaying the Network Module Alarm Configuration

This command lets you display the current configuration of the network module alarms. Enter
the following parameters:

myswitch::configuration alarms module> show
NetmodSlot NetmodPrio NetmodStatus

A none present

B high present

C low present

D none absent

The fields in this display are defined as follows:

Field Description
Netmodslot The network module slot in the switch fabric.
NetmodPrio The priority assigned to this slot. Can be none, high , or low. high means that the net-

modRemovedHighPrio alarm is activated when a network module is removed from that
slot. low means that the netmodRemovedLowPrio alarm is activated when a network
module is removed from that slot. none means that no alarm is activated when a network
module is removed from that slot. The default is none.

NetmodStatus Shows present or absent depending on whether or not a network module is currently
installed in that slot.
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1.1.5.2 Configuring Network Module Alarm Priorities

This command lets you configure priorities for the network module alarms for each slot in the
switch fabric. There are four slots labeled A, B, C, and D. These alarms alert you when a net-
work module has been removed from that slot. Enter the following parameters:

myswitch::configuration alarms module> assign  <slot> <priority>

These parameters are defined as follows:

Parameter Description J§>

slot The slot in the switch fabric for which you want to configure an alarm priority. Can be A, B, C, g) 6
orD. 3 g

3 =

priority The priority you want to assign to the slot. Each slot in the fabric may be assigned a differ-| §4 <
ent priority: high , low, or none . high means that the netmodRemovedHighPrio  alarm| =3 §

is activated when a network module is removed from that slot. low means that the net- g'

modRemovedLowPrio alarm is activated when a network module is removed from that
slot. none means that no alarm is activated when a network module is removed from that
slot. The default is none.

For example, to configure slot D with a high priority, enter:
myswitch::configuration alarms module> assign D high

This assigns a high priority to slot D. Then you need to decide if you want the high priority to
be a major or minor alarm (the major and minor alarms for network module removal are dis-
abled by default), and enable it as such, as follows:

myswitch::configuration alarms> enable major netmodRemovedHighPrio

This makes the high priority a major alarm. If a network module is then removed from slot D,
the NetmodStatus field shows absent as follows:

myswitch::configuration alarms module> show
NetmodSlot NetmodPrio NetmodStatus

A none present

B none present

C low present

D high absent
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Also, the AlarmStatus

for netmodRemovedHighPrio  is active

status is on as follows:

myswitch::configuration alarms> show

AlarmType AlarmStatus MinorAlarm MajorAlarm
powerSupplylnputFailed inactive disabled enabled
powerSupplyOutputFailed inactive disabled enabled
fanBankFailed inactive disabled enabled
tempSensorOverTemp inactive disabled enabled
linkFailed inactive enabled disabled
spansFailed inactive enabled disabled
netmodRemovedHighPrio active disabled enabled
netmodRemovedLowPrio inactive enabled  disabled

Major alarm relay status: on
Minor alarm relay status: off

AMI Configuration Commands Reference Manual
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1.2 ATM ARP Configuration Commands

These commands allow you to manage the ATM ARP (address resolution protocol) features.
You can display the list of available subcommands by typing ? at the atmarp level.

myswitch::configuration atmarp> ?
arpserver> delete flush getnsap
mapnsap newclassicalip newforeip show

1.2.1 ARP Server Configuration Commands

These commands let you configure the RFC-1577 ATM ARP server. You can get to this level by
entering arpserver  at the configuration level. By entering ? at the arpserver  level, the list
of available subcommands for arpserver s displayed.

myswitch::configuration atmarp arpserver> ?
show set

1.2.1.1 Displaying the ARP Server Address

This command shows which interfaces are enabled to be the RFC-1577 ATM ARP server for
the IP network. Enter the following parameters:

myswitch::configuration atmarp arpserver> show <interface>
myswitch::configuration atmarp arpserver> show
Interface ARP Server Addr Enabled

gaa0 0x47.0005.80.ffe100.0000.f21a.3445.0020481a3445.00 Yes
gaal 0x47.0005.80.ffe100.0000.f21a.3445.0020481a3445.01 Yes
gaa2 0x47.0005.80.ffe100.0000.f21¢.06db.0020481c06db.02 No

gaa3 0x47.0005.80.ffe100.0000.f21a.3445.0020481a3445.03 Yes

The fields in this display are defined as follows:

Field Description
Interface The classical IP interfaces for this switch.
ARP Server Addr The ARP server address for this interface.
Enabled Shows whether or not ARP server service is enabled for this interface.
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1.2.1.2 Setting the ARP Server Address
This command allows you to set the address of the RFC-1577 ATM ARP server. Enter the fol-
lowing parameters:

myswitch::configuration atmarp arpserver> set <NSAPaddress> [ <interface> ]

These parameters are defined as follows:

Parameter Description
NSAPAddress The ATM network layer address for the RFC-1577 ATM ARP server.
interface Enter the Classical IP interface that will be the arpserver: qaa0, gaal, qaa2, or
gaa3. The default is gaa0.

The switch itself can be used as an ARP server. To do this, set the ARP server address to be the
NSAP address of the switch’s control port (port CTL).

1.2.2 Deleting an ARP Entry

This command allows you to remove an ARP entry from the ATM ARP cache. Enter the fol-
lowing parameters:

myswitch::configuration atmarp> delete  <host>

These parameters are defined as follows:

Parameter Description
host The IP address of the endstation for which the outgoing ARP entry is to be deleted.
If you have ILMI enabled on your switch, ILMI
m createss an ATM ARP cache entry for each
address that it registers. These entries cannot be

deleted using this command.
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1.2.3 Flushing the ATM ARP Cache

This command enables you to delete the contents of the ATM ARP cache. Only dynamic ARP
cache entries are removed. The switch asks you to verify that flushing the ARP cache is the
desired action. Enter the following parameters:

myswitch::configuration atmarp> flush
Flush the ATM ARP cache [n]? n

To cancel the command, type n and press <ENTER> or simply type <ENTER> To flush the
ARP cache, type y and press <ENTER>

1.2.4 Getting the NSAP Address for a Classical IP Interface

This command displays the NSAP address of a Classical IP interface. Enter the following:
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myswitch::configuration atmarp> getnsap [ <interface> ]
gaa0 NSAP address: 47000580ffe1000000f21a34450020481a344500

These parameters are defined as follows:

Parameter Description

interface The name of the Classical IP interface to be displayedlz gaao0, qaal, qaa2, or gaas.

L If no interface is specified, the NSAP address of gaa0 is displayed.

1.2.5 Creating an IP to NSAP Address Mapping

This command allows you to create an ATM ARP cache entry mapping a particular IP address
to its corresponding NSAP address. Enter the following parameters:

myswitch::configuration atmarp> mapnsap <host> <NSAPaddress> [ <interface> ]

These parameters are defined as follows:

Parameter Description
host The IP address to be mapped.
NSAPaddress The NSAP address to be mapped.
interface The Classical IP interface that should be used to open connections to this NSAP
address: gaa0, qaal, gaa2, or gqaa3. The default is gaa0.
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1.2.6 Creating a Classical IP PVC

This command allows you to create a new Classical IP PVC ARP entry. All data is sent LLC/
SNAP encapsulated. Enter the following parameters:

myswitch::configuration atmarp> newclassicalip <host> <vpi> <vci> [ <interface> ]

These parameters are defined as follows:

Parameter Description
host The host IP address of the remote IP endstation.
vpi The virtual path number of the Classical IP PVC.
vei The virtual channel number of the Classical IP PVC.
interface The Classical IP interface to be used for this connection: gaa0, qaal, qaa2, or gaa3.
The default is gaa0.

1.2.7 Creatinga FORE IP PVC ARP Entry

This command enables you to create a FORE IP PVC ARP entry. Data on this PVC is encapsu-
lated using null encapsulation (also known as VC-based multiplexing) as specified in
RFC-1483. Enter the following parameters:

myswitch::conf atmarp> newforeip <host> <vpi> <vci> (4] 5)[ <interface> ]

These parameters are defined as follows:

Parameter Description
host The IP address of the remote host.
vpi The virtual path number of the FORE IP PVC. Must be 0.
vei The virtual channel number of the FORE IP PVC.
415 The connection’s ATM Adaptation Layer (AAL) type. The default is 4.
interface The FORE IP interface to be used for this connection. The default is asx0.
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1.2.8 Displaying the ATM ARP Entries

This command displays the current ATM ARP cache. Enter the following parameters:

myswitch::configuration atmarp> show
myswitch::configuration atmarp>

When the prompt is returned with no information displayed, as shown above, then the ATM

ARP cache is empty.

The following is an example of an ATM ARP cache.

myswitch::configuration atmarp> show

IPaddress VCI AAL Type Direction

198.29.22.9 asx0 0 63 aal5 forelpSVC outgoing

198.29.22.15 asx0 0 231 aal5 forelpSVC pending

198.29.22.37 asx0 0 65 aal34 forelpSVC pending

IPaddress NSAP Address

198.29.17.3 gaa0 0x47.0005.80.ffe100.0000.f21b.0138.002048102754.00
198.29.17.10 gaa0 0x47.0005.80.ffe100.0000.f21b.0137.002048100be6.00
198.29.17.15 gaa0 0x47.0005.80.ffe100.0000.f21b.0137.00204810048d.00
198.29.17.52 gaa0 0x47.0005.80.ffe100.0000.f21b.0138.0020481b0138.00

The fields in this display are defined as follows:

Field Description

IPaddress The IP address for this connection.

If The name of the IP interface for this connection.

VPI The virtual path number.

VCI The virtual channel number.

AAL The AAL type of the given connection.

Type Shows what kind of connection this is. Can be forelpPVC , forelpSVC |, classicallp-
PVCG or classicallpSVC

Direction Outgoing means this is an outgoing connection. Incoming means this is an incoming
connection. Pending means that a connection has not (yet) been established. Incom-
plete  means that the IP-to-ATM address mapping is not yet known for the given IP
address.

NSAP Address The NSAP address for this connection.

AMI Configuration Commands Reference Manual 1-13

0
o
3
3
D
=
o
a

uoneinByuod NV




AMI Configuration Commands

1.3 ATM Route Configuration Commands

These commands let you configure ATM routing on a switch. You can display the list of avail-
able subcommands by typing ? at the atmroute level.

myswitch::configuration atmroute> ?
show domain> ftpnni> pnni>
policy> spans>

1.3.1 Displaying ATM Routing Information

This command lets you display all of the ATM routing information from various menus in one
screen. Enter the following parameters:

myswitch::configuration atmroute> show
Port VPI Node Domain SigProto SigSt NodeSt HelloSt PeerSt
1B1 0 ftpnnil  FT-PNNI(@) up up N/A N/A

1B2 0 1 1 privateUNI(a) up up attempt N/A
1B3 0 1 1 oprivateUNI(a) up up attempt N/A
1B4 0 1 1 oprivateUNI(a) up up attempt N/A
1CTLO N/A 1 privateUNI(@) up N/A N/A N/A

The fields in this display are defined as follows:

Field Description
Port The port through which the link is attached to the node.
VPI The virtual path number on the port.
Node For FT-PNNI, shows ftpnni . For PNNI, shows the index number of the node for which
the ATM routing information is being displayed.
Domain The index number of the domain to which this node belongs.
SigProto The signalling protocol being used on this port. (a) means that the switch is trying to
automatically configure the protocol and version of that protocol that its peers are using.
SigSt The current state of this interface. If the state is up, this interface is operational. This is the
normal state for a interface that is connected to another FORE Systems’ ATM switch or
host. If the state is down, this interface is not operational. This can be due to a lack of a
physical connection or due to a software problem.
NodeSt The administrative state of this node. up means the node is active. down means the node is
inactive.
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Field

Description

HelloSt

The state of the hello protocol running between the peer nodes. down means that the link
is not usable, so no routing packets are sent or received over it. attempt means that either
no hellos or hellos with mismatch information have been received from the neighbor, and
attempts are being made to reach the neighbor by sending hellos at the specified hello
interval. oneWaylnside means that hellos have been received from the neighbor and the
neighbor has established that they are peers, but the neighbor’s remote node ID and
remote port ID are 0. twoWaylnside means that hellos have been received from the
neighbor, the neighbor has established that they are peers, and the neighbor has sent the
correct remote node ID and remote port ID. Bi-directional communication can occur over
this link. oneWayOutside means that hellos have been received from the neighbor and
the neighbor has established that they are from different peer groups, but the neighbor’s
remote node ID and remote port ID are 0. twoWayOutside means that hellos have been
received from the neighbor, the neighbor has established that they are from different peer
groups, and the neighbor has sent the correct remote node 1D and remote port ID, but the
nodal hierarchy list does not include a common peer group. commonOutside means that
a common level of the routing hierarchy has been found and bi-directional communica-
tion can occur over this link.

PeerSt

N/A means the protocol is something other than PNNI, so this field is not applicable.
When the protocol is PNNI, shows the state of the database exchange protocol running
between this node and the neighboring peer listed. npdown means there are no active
links to the neighboring peer. negotiating means the two peers are deciding which one
will start the initial topology database exchange. exchanging means this node is sending
its topology database to the neighboring node. loading means this node is receiving the
neighboring node’s topology database. full means this node has received all PTSEs
known to be available from the neighboring peer. Links to the neighboring peer can now
be advertised in PTSEs.
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You can also display advanced ATM routing information as follows:

myswitch::configuration atmroute> show [< port >[< vpi >]][ advanced ]
myswitch::configuration atmroute> show advanced
Port VPI Node Domain SigProto SigSt NodeSt HelloSt PeerSt
1B1 0 FT-PNNI(a) up up N/A N/A
ConfNode ILMI ForeLevel ForeArea PnniLinkType
0 4 N/A
DomainProto  DomainPrefix
gateway 0x47.0005.80.ffe100.afce.efed.0000
FtpnniPgMask  FtpnniPrefix Border
0 0x47.0005.80.ffe100.afce.efed.0000 disabled
Port VPI Node Domain SigProto SigSt NodeSt HelloSt PeerSt
1B2 0 1 privateUNI(a) up up attempt N/A
ConfNode ILMI ForeLevel ForeArea PnniLinkType
1 5 unknown
DomainProto  DomainPrefix
gateway 0x47.0005.80.ffe100.afce.efed.0000
PnniPgld Ptses

80:47.000580ffe100afcefe000000 3

PnniNodeld

80:160:47.000580ffe100afceefed0000.ff1a2d0f0001.00

The fields in this display are defined as follows:

Field Description
ConfNode The PNNI node index number for a user-configured interface that was created through
the conf atmr pnni interface menu.
ILMI Up means that ILMI is operational for this interface. Down means that ILMI is not opera-
tional for this interface.
ForeLevel The level of the area used in FORE’s hierarchy support.
ForeArea The ID of the area in FORE’s hierarchy support to which this node belongs.

PnniLinkType

Shows what kind of PTSE this is. Can be nodallnformation , internalReach-
ableAddresses , externalReachableAddresses , hodalStateParameters , hor-
izontalLinks , or uplinks

DomainProto

The default protocol used on all Network-to-Network (NNI) interfaces in the domain.
ftpnni means ForeThought PNNI is used for this domain. pnni means ATM Forum
PNNI is used for this domain. gateway means this domain includes both the PNNI and
FT-PNNI networks so that reachability information can be leaked dynamically between
peer groups of both types. This will be a gateway switch (a switch that has one FT-PNNI
node and one PNNI node).
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Field

Description

DomainPrefix

The 13-byte prefix of the domain used in ILMI registration, in the FT-PNNI switch prefix,
and the PNNI node ID. This prefix is also used as the default 13-byte policy summary.

FtpnniPgMask

The mask that gives the number of leading bits in the switch prefix used to aggregate the
addresses that belong to this ForeThought PNNI peer group. This field is displayed only if
the protocol is FT-PNNI.

FtpnniPrefix

The default NSAP prefix for this ATM switch that is used in the ILMI address registration
message and in the hello indication FT-PNNI message. This field is displayed only if the
protocol is FT-PNNI.

Border

A border switch has a link to at least one other switch that belongs to a different peer
group. A border switch advertises reachability information about its peer group to
switches outside of its peer group. enabled means this switch acts as a ForeThought PNNI
border switch. disabled means this switch does not act as a ForeThought PNNI border
switch. This field is displayed only if the protocol is FT-PNNI.

PnniPgld

The peer group ID of the peer group to which this node belongs. This field is displayed
only if the protocol is PNNI.

Ptses

The number of PTSEs that belong to this node. This field is displayed only if the protocol
is PNNI.

PnniNodeld

The ID of this node. This field is displayed only if the protocol is PNNI.

The first nine fields in this display are defined in the same manner as those listed in the previ-

ous show command.
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1.3.2 Configuring a Domain

These commands allow you to configure a domain on a switch. An ATM routing domain is a
group of areas that are configured to dynamically exchange reachability information with one
another. This allows connectivity between end systems belonging to different areas. Reach-
ability information is exchanged between domains through static configuration only. A switch
may be part of multiple domains and there may be multiple domains configured on a switch.
(For more information about domains and areas, see the Network Configuration manual for
your switch.) You can display the available subcommands by typing ? at the domain level.

myswitch::configuration atmroute domain> ?
delete modify new show

1.3.2.1 Deleting a Domain
This command allows you to delete an existing domain. Enter the following parameters:

myswitch::configuration atmroute domain> delete  <domain ID>

1.3.2.2 Modifying a Domain
This command allows you to modify an existing domain. Enter the following parameters:

myswitch::configuration atmroute domain> modify <domain ID> [ -name <name>)|
[<ftpnni | pnni | gateway >][ -prefix <prefix> ][ -defsum <enable | disable >]

If you modify the domain, the switch prompts
for a reboot. You must type y and reboot the

a switch for your change to take effect.

If the existing domain is pnni or gateway , and
the prefix of the domain is changed, you must
first disable the PNNI node using conf atmr
pnni  node admin <nodeid> down. This
removes any transient routes related to the node
address with the old prefix.

1.3.2.3 Creating a Domain
This command allows you to create a new domain. Enter the following parameters:

myswitch::configuration atmroute domain> new < domain ID >[ -name < name>]
[ -prefix < prefix >][ -defsum < enable | disable >]
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The parameters for delete, modify, and new are defined as follows:

Parameter Description

domain ID The index number of this domain. Displayed in the the Index field under conf
atmroute domain show

name The optional, user-assigned name of this domain. Displayed in the Namefield under conf
atmroute domain show

ftpnni The default routing protocol to use on all Network-to-Network (NNI) interfaces in the

pnni domain. ftpnni  means ForeThought PNNI is used for this domain. pnni means ATM

gateway Forum PNNI is used for this domain. gateway means this domain includes both the
PNNI and FT-PNNI networks so that reachability information can be leaked dynamically
between peer groups of both types. This will be a gateway switch (a switch that has one
FT-PNNI node and one PNNI node). The default routing protocol is ftpnni

prefix The 13-byte prefix of the domain used in ILMI registration, used in the FT-PNNI switch

prefix, and used in determining the PNNI node ID, PNNI peer group, and PNNI ATM
address. This prefix is also used as the default 13-byte policy summary. If you have two
PNNI domains in a switch, be sure to assign each one a different prefix.

-defsum <enable | disable>

Enables or disables the ability to summarize all local addresses into a default, 10-byte
summary switch prefix, and advertise this summary in PNNI as an internal reachable
address PTSE and in FT-PNNI topology. Modifying this parameter does not require a
reboot; the change takes effect immediately. The default value is disable

1.3.2.4 Displaying Domain Information
This command allows you to display information about all of the existing domains. Enter the

following parameters:

myswitch::configuration atmroute domain>
Defproto Prefix
ftpnni

ID Name
1 default

show
Defsum
0x47.0005.80.ffe100.0000.f21a.3445 ENABLED

The fields in this display are defined as follows:

Field Description

1D The index number of this domain.

Name The user-assigned name of this domain.

Defproto The default routing protocol used on all Network-to-Network (NNI) interfaces in the
domain. ftpnni means ForeThought PNNI is used for this switch in this domain. pnni
means ATM Forum PNNI is used for this switch in this domain. gateway means this
switch includes both the PNNI and FT-PNNI networks in this domain so that reachability
information can be leaked dynamically between peer groups of both types.

Prefix The address prefix of the domain.

Defsum Shows if the ability to summarize all local addresses into a default, 10-byte summary
switch prefix is enabled or disabled.
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1.3.3 ForeThought PNNI Configuration Commands

These commands allow you to configure ForeThought PNNI on a switch. You can display the
list of available subcommands by typing ? at the ftpnni  level.

myswitch::configuration atmroute ftpnni> ?
border dtl> forearea forelevel
hello maxhop metric> minthresh
nsapindication  pgmask pgsncost prefix
propmult staticroute> swmask vcmark
show

1.3.3.1 Changing the ForeThought PNNI Border Switch Functionality

A switch that has a link to another switch that belongs to a different peer group is considered
a border switch. A border switch advertises reachability information about its peer group to
switches outside of its peer group. You should enable border switch functionality on all
switches in a peer group that have direct outside links to other peer groups. This command
lets you designate whether or not this switch will act as a ForeThought PNNI border switch.
Enter the following parameters:

myswitch::configuration atmroute ftpnni> border ( enable | disable )
The switch software must be restarted for this
m command to take effect. Therefore, you must be
in a local AMI session to perform this command.

These parameters are defined as follows:

Parameter Description

enable Entering enable (and rebooting) means that this switch will act as a ForeThought PNNI

border switch.

disable Entering disable (and rebooting) means that this switch will not act as a ForeThought

PNNI border switch.
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1.3.3.2 DTL Configuration Commands

These commands let you create, delete, and display Designated Transit Lists (DTLs). A DTL is
a source route for the ForeThought PNNI (FT-PNNI) router which specifies the preferred call
routing for the SVC portion of a directed SPVC. A DTL is a source route (index) and each entry
(row) in the DTL represents a single hop in the source route. Each hop is represented by a
FT-PNNI node and the logical output port at that node. The FT-PNNI node’s address is deter-
mined by the switch’s NSAP prefix and mask. The logical port is determined by the link 1D
and the VPI. You can display the list of available subcommands by typing ? at the dtl level.

myswitch::configuration atmroute ftpnni dt/> ?
delete modify new show

1.3.3.21 Deleting a DTL Entry
This command enables you to remove an existing DTL. Enter the following parameters:
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myswitch::configuration atmroute ftpnni dtl> delete  <index> (<row>|all )

For example, if you want to delete row 2 of index entry 9, enter the following:
myswitch::configuration atmroute ftpnni dtl> delete 9 2
Similarly, if you want to delete every row in index entry 9, enter the following:

myswitch::configuration atmroute ftpnni dt/> delete 9 all

1.3.3.2.2 Modifying a DTL Entry
This command allows you to modify a DTL entry. Enter the following parameters:

myswitch::configuration atmroute ftpnni dt/> modify  <index> <row>|
(prefix | mask | port | vpi) <new_value>

For example, to modify the port of index entry 9, row 2 to port D1, enter the following:
myswitch::configuration atmroute ftpnni dt/> modify 9 2 port D1
Similarly, to modify the mask of index entry 12, row 1 to a mask of 104, enter the following:

myswitch::configuration atmroute ftpnni dt/> modify 12 1 mask 104
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1.3.3.2.3 Creating a DTL Entry
This command allows you to create a DTL. Enter the following parameters:

myswitch::configur atmroute ftpnni dtl> new <index> <row> <prefix> <mask> <port> <vpi>

For example, if you want to create a DTL, enter something similar to the following:

myswitch::configuration atmroute ftpnni dtl> 10 1 0x47000580ffe1000000f21b19¢c3 104 C10

The parameters for delete, modify, and new are defined as follows:

Parameter

Description

index

The index number of a DTL. Displayed in the Index field under conf atmroute
ftpnni  dtl  show.

row

The row number of the individual entry within a given DTL. An entry in the DTL is given
a row number equal to its position in the source route. Thus, the entry corresponding to
the first hop is row 1, the second hop is row 2, and so on. Displayed in the Rowfield under
conf atmroute ftpnni dtl show..

all

Used only with the delete command. Indicates that you want to delete all of the entries
within a given DTL.

prefix

Indicates the 13-byte NSAP prefix of the node ID of this DTL entry. In ForeThought PNNI,
the node IDs are prefixes that represent both the ID of the node and a summary of reach-
able addresses.

mask

The subnet mask is the significant part of the prefix when matching an address. Gives the
length of the above prefix in number of bits. Can vary from 0 - 104 (13 bytes).

port

The output port number for the node given by the above node ID. This is also the port to
which the next node in the DTL (if there is one) is connected. You only need to specify the
network module and port numbers, not the board number (cl instead of 1c1).

vpi

The output path number in the above output port. This is the signalling path to the peer
given by the next node in the DTL.

new_value

Used only with the modify command. Indicates the actual value that you wish to use for
one of the above parameters. Can be the new prefix, mask, port, or vpi number.
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1.3.3.24 Displaying DTLs
This command lets you display the current DTLs. Enter the following parameters:

myswitch::configuration atmroute ftpnni dtl> show

Index Row NSAP prefix Mask Port VPI

10 1 0x47.0005.80.ffe100.0000.f21b.19c3 104 Cl1 O
2 0x47.0005.80.ffe100.0000.f21b.19a1 104 C2 O

The fields in this display are defined as follows:

>
Field Description o =
9]
Index The index number of each of the current DTLs. 5 S
3 =
Row The row number of each entry within each DTL. Each entry in the DTL has a row number| §4 <
equal to its position in the source route, so the entry corresponding to the first hop is row | =2 Q
1, the second hop is row 2, and so on. g'
NSAP prefix The NSAP prefix part of the node ID of this DTL entry. In ForeThought PNNI, the node IDs
are prefixes that represent both the ID of the node and a summary of reachable addresses.
Mask The mask corresponding to the prefix, which gives the length of the above prefix in num-
ber of bits.
Port The output port for the node given by the above node ID. This is also the port to which the

next node in the DTL (if there is one) is connected.

VPI The output path in the above output port. This is the signalling path to the peer given by
the next node in the DTL.

You can also display an individual DTL by entering the following parameters:

myswitch::configuration nsap dtl> show [ <index> ]
myswitch::configuration nsap dtl> show 10
Index Row NSAP prefix Mask Port VPI

10 1 0x47.0005.80.ffe100.0000.f21b.19¢c3 104 C1 O
2 0x47.0005.80.ffe100.0000.f21b.19a1 104 C2 O

If no DTLs exist, the following is displayed:

myswitch::configuration nsap dtl> show
No DTLs available
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1.3.3.3 Configuring the FORE Area
This command lets you set the value of the FORE Area ID. Enter the following parameters:

myswitch::configuration atmroute ftpnni> forearea  <forearea>

The switch cautions you that a reboot is necessary. It asks if you want to continue with the
change in case you made a mistake. To abort the change, type n or press <ENTER> No change
will be made. To continue with the change, type y. If you type y, you will be asked if you want
to reboot the switch. You must reboot the switch for this change to take effect, so type y or
press <ENTER>

This change requires a reboot to prevent any potential routing problem.
Do you want to continue with the change [n]? y
Reboot the switch [y]? y

This parameter is defined as follows:

Parameter Description

forearea The ID of the area in the FORE hierarchy to which this ForeThought PNNI node belongs.
This can be a value between 1 and 127. The default is 4.

1.3.3.4 Configuring the FORE Level
This command lets you set the value of the FORE Level. Enter the following parameters:

myswitch::configuration atmroute ftpnni> forelevel <forelevel>

The switch cautions you that a reboot is necessary. It asks if you want to continue with the
change in case you made a mistake. To abort the change, type n or press <ENTER> No change
will be made. To continue with the change, type y. If you type y, you will be asked if you want
to reboot the switch. You must reboot the switch for this change to take effect, so type y or
press <ENTER>

This change requires a reboot to prevent any potential routing problem.
Do you want to continue with the change [n]? y
Reboot the switch [y]? y

This parameter is defined as follows:

Parameter Description

forelevel The level of the area to which this ForeThought PNNI node belongs in the FORE hierarchy.
This can be a value between 1 and 127. The default is 4.
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1.3.3.5 Setting the Hello Indication Interval

Hello indication messages are the “keep alive” messages that two switches send to one
another to verify their existence. This command lets you change the interval for ForeThought
PNNI hello indication messages. Enter the following parameters:

myswitch::configuration atmroute ftpnni> hello  <msec>

This parameter is defined as follows:

Parameter Description

hello The period of time between transmissions of hello indication messages. The default 500
microseconds.
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1.3.3.6 Setting the Maximum Hop Count

This command lets you set the maximum hop count for the NSAP router. By setting a maxi-
mum hop count, you tell the switch to consider only those paths that have less than or equal to
the number of hops specified when setting up a connection. If a connection is routed using a
path with a large hop count, there is a greater chance that the connection may experience con-
gestion and be delayed or discarded. Enter the following parameters:

uoneinByuod NV

myswitch::configuration atmroute ftpnni> maxhop <hops>

This parameter is defined as follows:

Parameter Description

maxhop The maximum number of hops to use when routing a connection for the NSAP router. The
default is 20 hops.
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1.3.3.7 ForeThought PNNI Metric Configuration Commands

These commands allow you to configure ForeThought PNNI metric sets. You can display the
list of available subcommands by typing ? at the metric  level.

myswitch::configuration atmroute ftpnni> metric ?
delete modify new show

1.3.3.7.1 Deleting a Metric Set
This command lets you delete a metric set. Enter the following parameters:

myswitch::configuration atmroute ftpnni metric> delete < tag >

1.3.3.7.2 Modifying a Metric Set
This command lets you modify a metric set. Enter the following parameters:

myswitch::configuration atmroute ftpnni metric> modify < tag >[ -cost < cost >]
[-cbrcap < cbrcap >][ -vbrcap < vbrcap >]

1.3.3.7.3 Creating a Metric Set

This command lets you create a metric set that is used when creating a policy for a FT-PNNI
static route. Enter the following parameters:

myswitch::configuration atmroute ftpnni metric> new <tag>[ -cost < cost >]
[-cbrcap < cbrcap >][ -vbrcap < vbrcap >]

The parameters for delete, modify, and new are defined as follows:

Parameter Description
tag Indicates a unique integer that identifies this metric set.
-cost <cost> The cost of reaching the address encompassed by this policy.
-cbrcap <cbrcap> The CBR capacity of the link to reach the address encompassed by this policy.
-vbrcap <vbrcap> The VBR capacity of the link to reach the address encompassed by this policy.
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1.3.3.7.4 Displaying Metric Set Information
This command lets you display metric set information. Enter the following parameters:

myswitch::configuration atmroute ftpnni metric> show
Tag Cost CBRCAP VBRCAP

1 10 10 10

Tag Cost CBRCAP VBRCAP

2 128 10 200

The fields in this display are defined as follows: J§>

Field Description 8 6

3 S

Tag The unique integer number that identifies this metric set. 5 «3

Cost The cost of reaching the address encompassed by this policy. § §_

CBRCAP The CBR capacity of the link to reach the address encompassed by this policy. S
VBRCAP The VBR capacity of the link to reach the address encompassed by this policy.

You can also display information about a specific tag as follows:

myswitch::configuration atmroute ftpnni metric> show [< tag >]
myswitch::configuration atmroute ftpnni metric> show 2

Tag Cost CBRCAP VBRCAP

2 128 10 200

If no metrics have been configured, then the following is displayed:

myswitch::configuration atmroute ftpnni metric> show
No metric information is available
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1.3.3.8 Setting a Minimum Threshold for NSAP Updates

The minimum threshold is the smallest capacity value that the threshold value for determin-
ing the significant change in ACR can take. This minimum value ensures that the threshold
value does not become a very small value in cases in which the product of the ACR and the
proportional multiplier is a very small number. The minimum threshold is used to prevent
excessively frequent NSAP updates resulting from minor changes in ACR when the value of
ACR is very low. Enter the following parameters:

myswitch::configuration atmroute ftpnni> minthresh  <minthresh>

This parameter is defined as follows:

Parameter Description

Kbps.

minthresh The minimum threshold bandwidth value for triggering NSAP updates. The default is 50

1.3.3.9 Setting the NSAP Indication Interval

NSAP indication messages are those messages that update topology information between any
two switches. This command lets you set the interval between ForeThought PNNI NSAP indi-
cation messages. Enter the following parameters:

myswitch::configuration atmroute ftpnni> nsapindication <msec>

This parameter is defined as follows:

Parameter Description

10,000 microseconds.

nsapindication The period of time between transmissions of NSAP indication messages. The default is

1-28 AMI Configuration Commands Reference Manual



AMI Configuration Commands

1.3.3.10 Setting the ForeThought PNNI Peer Group Mask

A peer group mask is the length (in the number of bits) of the peer group ID of a switch. This
command enables you to set the ForeThought PNNI peer group mask value. This value should
be the same for all members of a peer group. Enter the following parameters:

myswitch::configuration atmroute ftpnni> pgmask <mask>

This parameter is defined as follows:

Parameter Description

pgmask?! The mask that gives the number of leading bits in the switch prefix used to aggregate the
addresses that belong to this ForeThought PNNI peer group. The default is 0.

L. The switch software must be restarted for this command to take effect. Therefore, you must be in a local AMI session to
perform this command.
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1.3.3.11 Selecting the Method for Computing the Cost of a Link

This command lets you select the method of computing the cost of a link from a border node
to the peer group summary node (PGSN). Enter the following parameters:

myswitch::configuration atmroute ftpnni> pgsncost ( default | user-cost <cost> )

These parameters are defined as follows:

Parameter Description

default The border node automatically calculates the cost to the PGSN by taking half of the aver-
age cost from this node to all other border nodes in this peer group. This cost is dynamic.

user The link to the PGSN from this border node will be advertised using the value that you
specify with the -cost parameter.

-cost <cost> Enter the administrative weight for the link that you want the border node to use during
path computation. The route which takes the least cost is chosen. The default cost for all
links in the network is 100.

AMI Configuration Commands Reference Manual 1-29



AMI Configuration Commands

1.3.3.12 Setting the ForeThought PNNI Switch Prefix

When using ForeThought PNNI, a switch fabric is identified by an NSAP switch prefix which
consists of 13 fixed bytes. The variable 13-byte mask configured using conf atmroute
ftpnni swmask determines which bytes are actually significant. This command lets you set
the ForeThought PNNI prefix on the switch. Enter the following parameters:

myswitch::configuration atmroute ftpnni> prefix <prefix>

This parameter is defined as follows:

Parameter Description

prefix! The FT-PNNI prefix for this ATM switch that is used in the hello indication FT-PNNI mes-
sage.

L. The switch software must be restarted for this command to take effect. Therefore, you must be in a local AMI session to
perform this command.

1.3.3.13 Setting the Proportional Multiplier

This command enables you to set the proportional multiplier for the NSAP router. The propor-
tional multiplier is expressed as a percentage of Available Cell Rate (ACR) on any given link in
the network. If the change in percentage of the ACR on any given link in the NSAP topology
of the network exceeds this percentage threshold, then the change is considered significant.
The topology tables are updated accordingly for that link. Enter the following parameters:

myswitch::configuration atmroute ftpnni> propmult  <percentage>

This parameter is defined as follows:

Parameter Description

propmult1 The threshold above which you consider the change in ACR on any link to be significant.
The default is 20%.

L If you modify this value, you should modify it on all switches in the network.
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1.3.3.14 Static Route Configuration Commands

These commands let you create, delete, and display static routes. You can display the list of
available subcommands by typing ? at the staticroute level.

myswitch::configuration atmroute ftpnni staticroute> ?
delete new show

1.3.3.14.1 Deleting a Static Route
This command enables you to remove an existing static route. Enter the following parameters:

myswitch::configuration atmroute ftpnni staticroute> delete  <NSAP> <mask> <port> <vpi>
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1.3.3.14.2 Creating a Static Route
This command allows you to create a static route. Enter the following parameters:

myswitch::configuration atmroute ftpnni staticroute> new <NSAP> <mask> <port> <vpi>
[-cost <cost> ][ -cbr_cap <cbr_cap> ][ -vbr_cap <vbr_cap> ][ abr][ epd]

The following is an example of how to create an NSAP static route:

myswitch::configuration atmroute ftpnni staticroute> new
0x47.0005.80.ffe100.0000.f215.11f2.002048100464.00 152 1c2 0 -cost 200 -cbr_cap 20000

-vbr_cap 30000 abr
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The parameters for delete and new are defined as follows:

Parameter Description
NSAP The complete 20-byte NSAP route address in hexadecimal format.
mask The bit mask indicating number of high-order bits to use for routing purposes. The default
mask for the route to the host is 152 and the default mask for the route to the switch is 104.
port The port number through which this static route can be reached.
vpi The UNI signalling path through which this static route can be reached.

-cost <cost>

Used only with the new command. The routing metric for this link. There is a cost for each
link in a route. The sum of these link costs determines the overall cost of a route. To expe-
dite traffic on a route, try to minimize the overall cost of a route. For a critical route, then,
choose a small cost value. For a lesser important route, choose a higher cost value.

-cbr_cap <cbr_cap>

Used only with the new command. The maximum CBR (Constant Bit Rate) capacity
allowed for any single connection on this route. This number is limited by the actual CBR
capacity available on the output link specified for this route.

-vbr_cap <vbr_cap>

Used only with the new command. The maximum VBR (Variable Bit Rate) capacity
allowed for any single connection on this route. This number is limited by the actual VBR
capacity available on the output link specified for this route.

abr Used only with the new command. Use the abr parameter only for links that support
ABR traffic.
epd Used only with the new command. Use the epd parameter only for links that support
Early Packet Discard.
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1.3.3.14.3 Displaying Static Routes
This command lets you display the current static routes. Enter the following parameters:

myswitch::configuration atmroute ftpnni staticroute> show
NSAP-address Mask Port VPl Cost CBR VBR FLAGS
Mbs Mbs

47000580ffe1000000f21511f200204810046400 152 1C2 0 200 20.0 30.0 A
47000580ffe1000000f21511f20020481ee00000 144 1C3 0 100 70.0 60.0 AE
47000580ffe1000000f21511f20020481ff00000 144 1C1 O 100 INF INF AE
47000580ffe1000000f21511f20020481f12300 152 1C3 0 100 INF INF

>

=

. . . . . 0 O

The fields in this display are defined as follows: S o

; — 5@

Field Description S £

&8

NSAP-address Shows the 20-byte address for which the static route is configured. g'
Mask The bit mask indicating number of high-order bits to use for routing purposes. The

default mask for a static route to a host is 152 and the default mask for a static route
to another switch is 104.

Port The port number on which the NSAP route exists.
VPI The number of the virtual path on which the NSAP static route exists.
Cost The routing metric for this link. There is a cost for each link in a route. The sum of these

costs determines the overall cost of a route. To expedite traffic on a route, try to minimize
the overall cost of a route. A small cost value is assigned to a critical route, while a higher
cost value is assigned to a lesser important route. The default is 100.

CBR The maximum CBR capacity allowed for any single connection on this route. INF means
that you did not specify a value for this parameter when the route was created, so the
value defaults to the capacity available on the outgoing link.

VBR The maximum VBR capacity allowed for any single connection on this route. INF means
that you did not specify a value for this parameter when the route was created, so the
value defaults to the capacity available on the outgoing link.

FLAGS A means this link supports ABR traffic. E means that this route supports Early Packet Dis-
card (EPD). AE means this link supports both ABR traffic and EPD. No flags indicate that
neither EPD nor ABR traffic are supported on this link.

If you have not configured any static routes, then the following message is displayed:

myswitch::configuration atmroute ftpnni staticroute> show
No NSAP static route information is available
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1.3.3.15 Setting the ForeThought PNNI Switch Prefix Mask
This command allows you to select the ForeThought PNNI switch prefix mask value. Enter the
following parameters:

myswitch::configuration atmroute ftpnni> swmask <mask>

This parameter is defined as follows:

Parameter Description

swmask! The mask that gives the number of leading bits in the switch prefix used to aggregate the
addresses that belong to the switch in ForeThought PNNI. The default is 104.

L. The switch software must be restarted for this command to take effect. Therefore, you must be in a local AMI session to
perform this command.

1.3.3.16 Setting a Minimum Virtual Channel Mark

When the number of available virtual channels on a path drops to zero, a link state update is
sent out to advertise that there are no more VVCs available for use on this path. When the num-
ber of VCs indicated by the vemark is available for use on this path again, another link state
update is sent out to advertise that there are VCs available for use on this path once again.
This command lets you set the vcmark , which is the minimum number of virtual channels
that need to be to available on a path to make that path usable again. Enter the following:

myswitch::configuration atmroute ftpnni> vcmark <vcmark>

This parameter is defined as follows:

Parameter Description

vemark The minimum number of virtual channels that need to be available on a path to make that
path usable. The default is 20.
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1.3.3.17 Displaying ForeThought PNNI Parameters

This command lets you display all of the ForeThought PNNI topology parameters. Enter the
following:

myswitch::configuration atmroute ftpnni> show
Switch NSAP prefix 0x47.0005.80.ffe100.0000.f21¢.078e
Switch Prefix Mask 104
Peer Group Mask 0

>
Hello Indication Interval 500 msec =
NSAP Indication Interval 10000 msec g o
Max hop count for NSAP router 20 hops 3 =
Proportional Multiplier 20 % %’_ «_'—3‘
Minumum Threshold for NSAP updates 50 Kbps n %-
Minimum VC level 20 >
Fore Area 4
Fore Level 4
Cost of link to PGSN 100

Cost of link to PGSN computing method default

FORE PNNI border switch functionality is enabled

The fields in this display are defined as follows:

Field Description

Switch NSAP prefix The switch’s NSAP prefix.

Switch Prefix Mask The switch prefix mask value of high-order bits to use for aggregating addresses on the
switch for routing purposes.

Peer Group Mask The peer group mask value of high-order bits to use for aggregating addresses on the
switch for routing purposes.

Hello Indication Interval The period of time between transmissions of hello indication messages.

NSAP Indication Interval The period of time between transmissions of NSAP indication messages.

Max hop count for NSAP| The maximum number of hops to use when routing a connection for the NSAP router.
router

Proportional Multiplier The threshold above which the change in ACR on any link is considered to be significant.

Minimum Threshold for| The minimum threshold bandwidth value for triggering NSAP updates.
NSAP updates

Minimum VC level The minimum number of VCs that need to be available on a path to make that path usable
again after the number of available VCs has dropped to 0.
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Field Description
Fore Area The ID of the area in the FORE hierarchy to which this ForeThought PNNI node belongs.
Fore Level The level of the area to which this ForeThought PNNI node belongs in the FORE hierarchy.

Cost of Link to PGSN

The administrative weight for the link that the border node uses during path computation
to the PGSN. The route which takes the least cost is chosen. This field is displayed on bor-
der switches only.

Cost of Link to PGSN
computing method

The method used for computing the link cost from the border switch to the PGSN. This
field is displayed on border switches only. Can be default  or user .

FORE PNNI border switch
functionality is disabled

If this functionality is enabled , this switch acts as a ForeThought PNNI border switch. If
this functionality is disabled , this switch does not act as a ForeThought PNNI border
switch.
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1.3.4 ATM Forum PNNI Configuration Commands

These commands allow you to configure ATM Forum PNNI on a switch. You can display the
list of available subcommands by typing ? at the pnni level.

myswitch::configuration atmroute pnni> ?
address> crankback> interface> metric>
node> profile>

1.3.4.1 PNNI Address Configuration Commands Z
These commands allow you to configure ATM Forum PNNI exterior reachability addresses. 9 g_v
You can display the list of available subcommands by typing ? at the address level. g =
2

78

myswitch::configuration atmroute pnni address> ? o

delete modify new show >

1.34.1.1 Deleting a PNNI Exterior Reachability Address

This command deletes the PNINI exterior reachability addresses and static routes between two
domains called interdomain routes. Enter the following parameters:

myswitch::configuration atmroute pnni address> delete pnni <nodeix> <address> <len>
<index> OR/ interdomain <domain_id> <address> <len> <dest_domain_id>

1.3.41.2 Modifying a PNNI Exterior Reachability Address

This command lets you modify the PNNI exterior reachability address between two domains.
Enter the following parameters:

myswitch::configuration atmroute pnni address> modify  <nodeix> <address> <len> <index>
[-port  <port> -vpi <vpi>][ -mtag <mtag>]

1.3.4.1.3 Creating a PNNI Exterior Reachability Address

This command lets you create a PNNI exterior reachability address between two domains so
they can share reachability information. Enter the following parameters:

myswitch::configuration atmroute pnniaddress> newpnni  <nodeix><address><len><index>
-port  <port> -vpi <vpi> [ -mtag <mtag>]OR
new interdomain <domain_id> <address> <len> <dest_domain_id>
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The parameters for delete, modify, and new are defined as follows:

Parameter Description
nodeix The index number of the source node for which a static route is being configured.
address The source address prefix (19 bytes long).
len The number of significant bits in the source address prefix.
index The index number for this static route. This is used in combination with address and len.

More than one static route can be configured on a given port with the same address and
len values, as long as the index numbers are different.

-port <port>

The number of the port to which the static route is attached.

-vpi <vpi>

The virtual path number to which the static route is attached.

-mtag <mtag>

The metrics tag from the conf pnni metric menu that is associated with this static
route.

domain_id The domain identifier of this domain (the domain from which the static route is
originating).

address The destination address prefix (19 bytes long).

len The number of significant bits in the destination address prefix.

dest_domain_id

The domain identifier of the destination domain.
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1.3.4.1.4 Displaying PNNI Exterior Reachability Address Information

This command lets you display information about any statically configured reachability
addresses between this domain and other domains. These routes allow two directly connected
domains to share reachability information. Enter the following parameters:

myswitch::configuration atmroute pnni address> show
PNNI Route Addr Information:
Node Address Plen Index

1 47.000580ffe1000000f21a0141.000000000000 104 1
Port VPl Type  Proto Scope VPcap Mtag OperStatus

>
1C1 0 exteriormgmt O false 0 advertised <
ATMR Inter-Domain Route Information: 8 8
Domain Address Plen Destn g =
1  47.000580ffe1000000f21a0140.002048aabbcc 104 2 2 e
2 9
The fields in this display are defined as follows: ¢ §
Field Description
Node The index number of the node for which the static route is being displayed.
Address The source address prefix (19 bytes long).
Plen The number of significant bits in the source address prefix.
Index The index number for this static route, used in combination with Address and Plen. More

than one static route can be configured on a given port with the same Address and Plen
values, as long as the index numbers are different.

Port The number of the port to which the static route is attached.
VPI The virtual path number to which the static route is attached.
Type Shows what type of reachability address this is, based on what was configured in the

conf atmr policy menu. This field is read-only.

Proto mgmt means that the addresses displayed are those addresses that are configured via AMI
(configured from SNMP). This field is read-only.

Scope Shows the scope, which is the highest level at which this reachability information can be
advertised. If the address has a scope indicating a level lower than the level of the node,
the node will not advertise it. If the address has a scope indicating a level higher than or
equal to the level of the node, the node will advertise it to its peer group. The default is 0,
which means that the address will be advertised to all levels. This field is read-only.

VPcap true means that this interface has VP switching capability and false means that it does
not. This field is read-only and set to false.

Mtag The metrics tag from the conf pnni metric submenu that is associated with this static
route. This field is read-only.
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Field

Description

OperStatus

Shows if just the summarized prefix of this address will be announced to the node’s peer
group, if the entire address will be advertised to the node’s peer group, or if this address
will not be announced to the node’s peer group at all. This field is read-only.

Domain The domain identifier of this domain (the domain from which the static route is
originating).

Address The destination address prefix (19 bytes long).

Plen The number of significant bits in the destination address prefix.

Destn The domain identifier of the destination domain.

You can also display just certain portions of the reachability information. Enter the following

parameters:

myswitch::configuration atmroute pnni> address show [( pnni | interdomain )[< nodeix >
[< address >[< len >[< index >]]]]

If no PNINI addresses have been configured, then the following is displayed:

myswitch::configuration atmroute pnni address> show
No route address information is available
No Inter Domain Route information available
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1.3.4.2 PNNI Crankback Configuration Commands

These commands let you configure crankback on a switch. During PNNI signalling, a call
being processed according to a DTL may encounter a blocked node or link along the desig-
nated route. Crankback allows a partial reroute of such a rejected call so that it does not have
to be cleared all the way back to the source. Additionally, an indication of the blockage is sent
to the originator of the DTL. You can display the list of available subcommands by typing ? at
the crankback level.

myswitch::configuration atmroute pnni crankback> ?
show set

13421 Displaying the Crankback Setting

This command lets you display the number of times a PNNI call is attempted through crank-
back on this switch before it is rejected. Enter the following parameters:
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myswitch::configuration atmroute pnni crankback> show
Number of tries per call : 2

The field in this display is defined as follows:

Parameter Description

Number of tries per call The total number of times a PNNI call is attempted and retried through crankback before
itis rejected. The default is 2.

1.3.4.2.2 Configuring the Crankback Setting
This command lets you set the number of times a PNNI call will be retried through crankback
on this switch before it is rejected. Enter the following parameters:

myswitch::configuration atmroute pnni crankback> set <tries>

This parameter is defined as follows:

Parameter Description

tries The total number of times a PNNI call is attempted and retried through crankback before
itis rejected. The default is 2.
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1.3.4.3 PNNI Interface Configuration Commands

An ATM Forum PNNI node can be bound to a given network-to-network interface (NNI).
This is useful when configuring more than one node on a switch. By default, there is one node
on a switch configured with the ForeThought PNNI protocol and this node is bound to all exist-
ing NINlIs. The default NNI routing protocol of the default domain dictates the PNNI interface
type. You can display the list of available subcommands by typing ? at the interface level.

myswitch::configuration atmroute pnni interface> ?
modify show

1.3.431 Modifying a PNNI Interface
This command lets you modify a PNNI interface. Enter the following parameters:

myswitch::configuration atmroute pnni interface> modify  <port> <vpi>
[ -nodeix  <nodeix> ]
[ -aggrtoken <aggrtoken> ]
[ -cbrw  <cbrw>]
[ -rivbrw  <rtvbrw> ]
[ -nrtvbrw <nrtvbrw> ]
[ -abrw  <abrw>]
[ -ubrw  <ubrw>]

The parameters for modify are defined as follows:

Parameter Description
port The port number of the interface to be modified.
vpi The virtual path number of the interface to be modified.
-nodeix <nodeix> The index of the node to which the interface is attached.
-aggrtoken <aggrtoken> The link aggregation token value that is advertised in the Hello protocol. Currently, this

parameter is not supported.

-cbrw <cbrw> The administrative weight of this interface for CBR traffic.

-rtvbrw <rtvbrw> The administrative weight of this interface for real-time VBR traffic.
-nrtvbrw <nrtvbrw> The administrative weight of this interface for non real-time VBR traffic.
-abrw <abrw> The administrative weight of this interface for ABR traffic.

-ubrw <ubrw> The administrative weight of this interface for UBR traffic.
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1.3.4.3.2 Displaying a PNNI Interface
This command lets you display information about the PNNI interfaces. Enter the following
parameters:

myswitch::configuration atmroute pnni interface> show

Port VPI Node PortlID  AggrT VPCap CbrW  RtVbrW NrtVbrw Abrw  Ubrw

1A1 0 N/A 0x100000000 false 5040 5040 5040 5040 5040

1A2 0 N/A 0x10000001 0 false 5040 5040 5040 5040 5040

1A3 0 N/A 0x10000002 0 false 5040 5040 5040 5040 5040

1A4 0 1 0x100000030 false 5040 5040 5040 5040 5040
1A5 0 1 0x10000004 0 false 5040 5040 5040 5040 5040

1A6 0 1 0x100000050 false 5040 5040 5040 5040 5040
1CTLO N/A 0x10000038 0 false 5040 5040 5040 5040 5040
The fields in this display are defined as follows:
Field Description
Port The port number of the interface.
VPI The virtual path number of the interface.
Node The index of the node to which the interface is attached.
PortID The internal representation of this port used by ATM Forum PNNI.
AggarT The link aggregation token value that is advertised in the Hello protocol. This field is read-
only and set to 0.
VPCap true means that this interface has VP switching capability and false means that it does
not. This field is read-only and set to false.
Cbrw The administrative weight of this interface for CBR traffic. The default is 5040.
RtVbrw The administrative weight of this interface for real-time VBR traffic. The default is 5040.
NrtVbrw The administrative weight of this interface for non real-time VBR traffic. The default is 5040.
Abrw The administrative weight of this interface for ABR traffic. The default is 5040.
Ubrw The administrative weight of this interface for UBR traffic. The default is 5040.

You can also display the PNNI interface of a specific port or specific port and vpi as follows:

myswitch::configuration atmroute pnni> interface show [ <port> <vpi> ]
myswitch::configuration atmroute pnni> interface show 1a2 0

Port VPI Node PortID  AggrT VPCap CbrWw  RtVbrwW NrtVbrw Abrw  UbrW

1A2 0 N/A 0x100000010 false 5040 5040 5040 5040 5040

The fields in this display are defined in the same manner as those in the previous example.
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1.3.4.4 PNNI Metric Configuration Commands

These commands allow you to configure PNNI metric sets. You can display the list of avail-
able subcommands by typing ? at the metric level.

myswitch::configuration atmroute pnni metric> ?
delete modify new show

13441 Deleting a Metric Set
This command lets you delete a metric set. Enter the following parameters:

myswitch::conf atmroute pnni metric> delete  <nodeix><tag> ( incoming | outgoing ) <index>

1.3.44.2 Modifying a Metric Set
This command lets you modify a metric set. Enter the following parameters:

myswitch::config atmroute pnni metric> modify <nodeix><tag> ( incoming | outgoing ) <index>
[ cbr ][ rtvbr ][ nrtvbr ][ abr][ ubr][ clpEqual0 | clpEqualoOrl ]
[ -adminw  <adminw>][ -pcr <pcr>][ -acr <acr>]
[ -ctd  <ctd> ][ -cdv <cdv>][ -cIr <clr> ]
[ -clrl <clr1> ][ -crm <erm>][ -vf <vf>]

1.3.44.3 Creating a Metric Set
This command lets you create a metric set. Enter the following parameters:

myswitch::configur atmroute pnni metric> new <nodeix><tag> ( incoming | outgoing ) <index>
[ cbr ][ rtvbr ][ nrtvbr ][ abr][ ubr][ clpEqual0 | clpEqualoOrl ]
[ -adminw  <adminw>][ -pcr <pcr>][ -acr <acr>]
[ -ctd  <ctd>][ -cdv <cdv>][ -cIr <clr> ]
[ -clrl <clr1> ][ -crm <erm>][ -vf <vf>]
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The parameters for delete, modify, and new are defined as follows:

Parameter Description
nodeix The index number of the node to which this metric set belongs.
tag Indicates an arbitrary integer that identifies this metric set.

incoming | outgoing

The direction of the metric set with respect to the owning node.

index The index number of the metrics being configured within the metric set.
cbr Indicates that the metric applies to CBR traffic.

rtvbr Indicates the metric applies to real-time VBR traffic.

nrtvbr Indicates the metric applies to non real-time VBR traffic.

abr Indicates that the metric applies to ABR traffic.

ubr Indicates that the metric applies to UBR traffic.

clpEqual0 Indicates that the advertised GCAC parameters apply to CLP = 0 traffic.

clpEqual0Orl

Indicates that the advertised GCAC parameters apply to CLP = 0+1 traffic.

-adminw <adminw>

The administrative weight value.

-pcr <pcr> The peak cell rate.

-acr <acr> The available cell rate.

-ctd <ctd> The cell transit delay.

-cdv <cdv> The cell delay variation.

-clr <clr> The cell loss ratio for CLP=0 traffic.
-clrl <clrl> The cell loss ratio for CLP=0+1 traffic.
-crm <crm> The cell rate margin.

-vf <vf> The variance factor.
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1.3.4.4.4

Displaying Metric Set Information

This command lets you display metric set information. Enter the following parameters:

myswitch::configuration atmroute pnni metric> show
Node Tag Direction Index Cbr RtVbr NrtVbr Abr Ubr ClpType  Adminw
1 1 incoming 1 false false false false false clpEqual0 5040
PCR ACR CTD(usec) CDV(usec)
4294967295 4294967295 4294967295 4294967295
CLR CLR1 CRM VF
4294967295 4294967295 4294967295 4294967295
The fields in this display are defined as follows:
Field Description
Node The index number of the node to which the metric set belongs.
Tag The integer that identifies this metric set.
Direction The direction of the metric set with respect to the owning node. Can be either incoming
or outgoing
Index The index number of the RAIG being configured within the metric set.

Cbr | RtVbr | NrtVbr | Abr
] Ubr

true means that the RAIG applies to this type of traffic. false means that it does not.

ClpType clpEqual0  means that the advertised GCAC parameters apply to CLP = 0 traffic.
clpEqualoOrl  means that the advertised GCAC parameters apply to CLP = 0+1 traffic.
Adminw The administrative weight.
PCR The peak cell rate.
ACR The available cell rate.
CTD The cell transit delay.
CbvVv The cell delay variation.
CLR The cell loss ratio for CLP=0 traffic.
CLR1 The cell loss ratio for CLP=0+1 traffic.
CRM The cell rate margin.
VF The variance factor.
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You can also display information about a specific node, tag, direction, or index as follows:

myswitch::configuration atmroute pnni metric> show [< nodeix >][< tag >]
[( incoming | outgoing )] [< index >]
myswitch::configuration atmroute pnni metric> show 11

Node Tag Direction Index Cbr RtVbr NrtVbr Abr Ubr ClpType  Adminw
1 1 incoming 1 false false false false false clpEqual0 5040

PCR ACR CTD(usec) CDV(usec)
4294967295 4294967295 4294967295 4294967295
CLR CLR1 CRM VF

4294967295 4294967295 4294967295 4294967295

If no metrics have been configured, then the following is displayed:

myswitch::configuration atmroute pnni metric> show
No metric information is available
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1.3.4.5 PNNI Node Configuration Commands

These commands allow you to configure PNNI nodes. You can display the list of available
subcommands by typing ? at the node level.

myswitch::configuration atmroute pnni node> ?
admin delete new modify
show

1.3.451 Configuring the PNNI Node State

This command lets you bring an existing PNNI node up or take it down. You must administer
a node down before you can modify it. Enter the following parameters:

myswitch::configuration atmroute pnni node> admin <index> ( up | down)

1.3.45.2 Deleting a PNNI Node
This command lets you delete an existing PNNI node. Enter the following parameters:

myswitch::configuration atmroute pnni node> delete  <index>

When you delete a node, the switch prompts you with a warning and asks if you really want
to delete the node as follows:

myswitch::configuration atmroute pnni node> delete 2

Deleting a node will delete all addresses, metrics, profiles, policies

and other information configured for this node. PNNI interfaces currently
attached to this node will be re-attached to any remaining node within
the same domain. If there are no remaining nodes, the interfaces will
display N/A in the 'Node' column until a new node is created in this
domain.

Are you sure you want to delete node [n]? y

Entering n or pressing <ENTER> aborts the command. Entering y deletes the node.
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1.3.45.3 Creating a PNNI Node
This command lets you create a PNNI node.

The maximum number of nodes that can be
m created per switch is 2. There can be 2 PNNI

nodes or one FT-PNNI node and one PNNI node.

Enter the following parameters:

myswitch::configuration atmroute pnni node> new <index>
-level <level> ]

-nodeid  <nodeid> ]

-pgid  <pgid> ]

-atmaddr  <atmaddr> ]

-admin ( up| down)]

-domainname <domainname>]

-restrict ( true | false )]

-ptsehd  <ptsehd> ]

-hellohd <hellohd> ][ -hello <hello> ]
-helloinactf <helloinactf> ]

-hlinkinact <hlinkinact> ]

-ptserfr <ptserfr> ]

-ptselftf <ptselftt> ]

-rxmt  <rxmt> ]

-averpm  <averpm>][ -avermt  <avermt> ]
-cdvpm <cdvpm>][ -ctdpm <ctdpm>]
-domain <domain> ]

-forelevel <level> ][ -forearea <area> |

0
o
3
3
D
=
o
a

uoneinByuod NV

AMI Configuration Commands Reference Manual 1-49



AMI Configuration Commands

1.3.454 Modifying a PNNI Node
This command lets you modify a PNNI node. Enter the following parameters:

myswitch::configuration atmroute pnni node> modify  <index>
-level <level> ]

-nodeid  <nodeid> ]

-pgid  <pgid> ]

-atmaddr  <atmaddr> ]

-admin (' up| down)]

-domainname <domainname>]

-restrict ( true | false )]

-ptsehd  <ptsehd> ]

-hellohd <hellohd> ][ -hello <hello> ]
-helloinactf <helloinactf> ]
-hlinkinact <hlinkinact> ]

-ptserfr <ptserfr> ]

-ptselftf <ptselftt> ]

-rxmt  <rxmt> ]

-averpm - <averpm> ][ -avermt  <avermt> ]
-cdvpm <cdvpm>][ -ctdpm <ctdpm>]
-domain  <domain> ]

-forelevel <level> ][ -forearea <area> |

If you want to modify -level , -nodeid |,

m -pgid , -atmaddr , -domain , -forelevel  , or
-forearea , you must first administer the node
down using -admin down.

The parameters for admin, delete, new and modify are defined as follows:

Parameter Description
index The index number of the node.
admin The administrative status of the node. up means the node is active. down means the node
is inactive.
-level <level> The PNNI hierarchy level of this node. The default is 80.
-nodeid <nodeid> The ID of this node.
-pgid <pgid> The peer group ID of the peer group to which this nodes belongs.
-atmaddr <atmaddr> This node’s ATM end system address.
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Parameter

Description

-domainname
<domainname>

The name of the domain to which this node belongs.

-restrict (true]false)

Indicates whether or not the originating node is restricted only to allow support of SVCs
originating or terminating at this node. true means that transit capabilities are restricted
(i.e., transit connections are not allowed) and false means that transit connections are
allowed. The default is false

-ptsehd <ptsehd>

The PTSE hold down time, or the minimum interval between updates of any given PTSE.
The default is 10 seconds.

-hellohd <hellohd>

The hello hold down time, or the minimum interval between successive hello message
transmissions. The default is 10 seconds.

-hello <hello>

The period of time between transmissions of hello messages (“keep alive” messages that
two nodes send to one another to verify their existence), in the absence of event-triggered
hellos. The default is 15 seconds.

-helloinactf <helloinactf>

The number of hello intervals allowed to pass without receiving a hello message, before a
link is declared down. The default is 5 counts.

-hlinkinact <hlinkinact>

The amount of time that a node continues to advertise a horizontal link for which it has
not received and processed the logical group node (LGN) horizontal link IG. The default is
120 seconds.

-ptserfr <ptserfr>

The interval between two successive refreshes of a self-originated PTSE in the absence of
triggered updates. A node re-originates its PNNI Topology State Elements (PTSEs) at this
rate to prevent other nodes from flushing these PTSEs. The default is 1800 seconds.

-ptselftf <ptselftf>

The value used to calculate the initial lifetime of self-originated PTSEs. The initial lifetime
is set to the product of the PTSE refresh interval and the PTSE Lifetime Factor. The default
is 200%.

-rxmt <rxmt>

The interval at which unacknowledged PTSEs are retransmitted. A PTSE is retransmitted
every interval unless explicitly acknowledged through the receipt of either an acknowl-
edgment packet specifying the PTSE instance, or the same instance or a more recent
instance of the PTSE by flooding. The default is 5 seconds.

-averpm <averpms>

The proportional multiplier is expressed as a percentage of the last advertised Available
Cell Rate (ACR) on any given PNNI link in the network. If the change in percentage of the
ACR on any given PNNI link in the NSAP topology of the network exceeds this percent-
age threshold, then the change is considered significant and the topology tables are
updated accordingly for that link. This value indicates the threshold above which you
consider the change in Available Cell Rate (ACR) on any PNNI link to be significant. The
default is 50%. The range is 1-99%.

-acvrmt <acvrmt>

The minimum threshold is the smallest capacity value that the threshold value for deter-
mining the significant change in ACR can take. This minimum value ensures that the
threshold value does not become a very small value in cases in which the product of the
ACR and the proportional multiplier is a very small number. The minimum threshold pre-
vents excessively frequent NSAP updates resulting from minor changes in ACR when the
value of ACR is very low. This value indicates the minimum threshold above which you
consider the change in Available Cell Rate (ACR) on any PNNI link to be significant. The
default is 3%. The range is 1-99%.
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Parameter

Description

-cdvpm <cdvpm>

Indicates the threshold above which you consider the change in Cell Delay Variation
(CDV) on any PNNI link to be significant. The default is 25%. The range is 1-99%.

-ctdpm <ctdpm>

Indicates the threshold above which you consider the change in Cell Transit Delay (CTD)
on any PNNI link to be significant. The range is 1-99%.

-domain <domain>

The index number of the domain to which this node belongs.

-forelevel <level>

The level of the area used in FORE’s hierarchy support. This can be a value between 1 and
127. The default is 5.

-forearea <area>

The ID of the area in FORE’s hierarchy support to which this node belongs. This can be a
value between 1 and 127. The default is 5.

1.3.455 Displaying PNNI Node Information
This command lets you display PNNI node information. Enter the following parameters:

myswitch::configuration atmroute pnni node> show

Node PnniNodelD

Level Lowest Rstrn

1 80:160:47.000580ffe1000000f21a3509.ff1a35090001.00 80 true false

PeerGrouplD

PnniAtmAddress

80:47.000580ffe1000000f2000000 47.000580ffe1000000f21a3509.ff1a35090001.00
Ptses OperStat AdminStat Shutdown ForeLevel ForeArea Domainld DomainName

60 up

false 5 5 1

The fields in this display are defined as follows:

Field Description
Node The index number of this node.
PnniNodelD The peer group identifier of the peer group to which this node belongs.
Level The PNNI hierarchy level of the node.
Lowest True means that this node is a lowest level node. This is a read-only field.
Rstrn Shows whether or not this is a restricted transit node. true means that it is and false

means that it is not.

PeerGrouplD

The peer group ID of the peer group to which this node belongs.

PnniAtmAddress

The node’s ATM end system address.

Ptses The number of PTSEs that belong to this node (i.e., the number of PTSEs that are present in
this node’s database).
OperStat The current status of this node. Up means the node is currently active. Down means the
node is currently inactive.
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Field

Description

Adminstat!

Reflects any changes that you have made to the status of the node. Up means you want the
node to become active. Down means you want the node to become inactive so you can
modify one or more of the parameters.

Shutdown

On a rare occasion, the topology database (TDB) can get into an unrecoverable error state
which causes the PNNI logical node to shut down. If this happens, the OperStat field is
set to down, the Shutdown field is set to true , and an error message is sent to the console.
Then the node quits participating in PNNI activities, such as sending hello packets, per-
forming the database exchange, performing path computation, etc. Other AMI conf atmr
pnni node commands such as admin, modify , and delete are disabled. Other AMI
commands under display atmr pnni are disabled (except for link and peer ) and
debug dump atmr pnni tdb is disabled. To clear the condition and bring the node up
again, you must reboot the switch. The default value is false

ForeLevel

The level of the area to which this PNNI node belongs in the FORE hierarchy. The default
is 5.

ForeArea

The ID of the area in the FORE hierarchy to which this PNNI node belongs. The default is 5.

Domainld

The index number of the domain to which this node belongs. The default is 1.

DomainName

The name of the domain to which this node belongs, if one has been assigned.

1 When you change the administrative status from down to up, it takes a few seconds for the operational change to occur
and to be reflected in the OperStat field. Therefore, it is possible for the display to show the AdminStat as up, but the
OperStat as down. If you refresh the display after two or three seconds, the change will have taken place and be

reflected.

You can also display timer information, information about significant changes, or information
about a specific node. Enter the following parameters:

myswitch::configuration atmroute pnni node> show [ timer | sigchange ][< nodeix >]

To display timer information, enter the following parameters:

myswitch::configuration atmroute pnni node> show timer

Node PtseHD HelloHD Hello HellolnactF HLinklnact PtseRfr PtseLftF Rxmt
(100 msec) (100 msec) (sec) (sec) (sec) (sec)

1 10 15 5 120 1800 200% 5
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The fields in this display are defined as follows:

Field Description

Node The index number of this node.

PtseHD The minimum interval, in microseconds, between updates of any given PTSE.

HelloHD The minimum interval, in microseconds, between successive hello message transmissions.

Hello The period of time, in seconds, between transmissions of hello, or “keep-alive” messages,
in the absence of event-triggered hellos.

HellolnactF The number of hello intervals allowed to pass without receiving a hello message, before a
link is declared down.

HLinklInact The amount of time, in seconds, that a node continues to advertise a horizontal link for
which it has not received and processed the logical group node (LGN) horizontal link 1G.

PtseRfr The interval, in seconds, between re-originations of a self-originated PTSE in the absence
of triggered updates. A node re-originates its PNNI Topology State Elements (PTSEs) at
this rate to prevent other nodes from flushing these PTSEs.

PtseLftF The value used to calculate the initial lifetime of self-originated PTSEs. The initial lifetime
is set to the product of the PTSE refresh interval and the PTSE Lifetime Factor.

Rxmt The interval, in seconds, at which unacknowledged PTSEs are retransmitted. A PTSE is

retransmitted every interval unless explicitly acknowledged through the receipt of either
an acknowledgment packet specifying the PTSE instance, or the same instance or a more
recent instance of the PTSE by flooding.

To display information about significant changes, enter the following parameters:

myswitch::configuration atmroute pnni node> show sigchange
Node AvcrPm AverMt CdvPm CtdPm

1 50%

5%

25% 50%

The fields in this display are defined as follows:

Field Description

Node The index number of this node.

AvcrPm A change in the Available Cell Rate by this percentage is considered to be significant, pro-
vided the change is more than the threshold value specified using AvcrMt.

AvcrMt The minimum threshold for change in Available Cell Rate after which AvcrPm is used to
find the significant change. AvcrMt is expressed as a percentage in Maximum Cell Rate.

CdvPm A change in Cell Delay Variation by this percentage is considered to be significant.

CtdPm A change in Maximum Cell Transfer Delay by this percentage is considered to be signifi-
cant.
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A significant change in any of the above
m parameters will result in a re-origination of the
PTSE.

You can also display information about a specific node. Enter the following parameters:

myswitch::configuration atmroute pnni node> show 1
Node PnniNodelD Level Lowest Rstrn
1 80:160:47.000580ffe1000000f21a3509.ff1a35090001.00 80 true false
PeerGrouplD PnniAtmAddress
80:47.000580ffe1000000f2000000 47.000580ffe1000000f21a3509.ff1a35090001.00
Ptses OperStat AdminStat Shutdown ForeLevel ForeArea Domainld DomainName
60 up up false 5 5 1
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The fields in this display are defined in the same manner as those listed previously.
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1.3.4.6 PNNI Profile Configuration Commands

These commands allow you to configure PNNI path computation profiles. You can display the
list of available subcommands by typing ? at the profile level.

myswitch::configuration atmroute pnni profile> ?
delete modify new show

1.3.46.1 Deleting a PNNI Profile

This command lets you delete an existing PNNI path computation profile. Enter the following
parameters:

myswitch::configuration atmroute pnni profile> delete  <nodeix> <profileix>

1.3.4.6.2 Modifying a PNNI Profile

This command lets you modify an existing PNNI path computation profile. Enter the follow-
ing parameters:

myswitch::configuration atmroute pnni profile> modify  <nodeix> <profileix>
-minfwder  <minfwdcr> ][ -minrevcr <minrevcr> ]

-fwdclptype ( clpEqual0 | clpEqualoOrl )]

-revclptype ( clpEqual0 | clpEqualoOrl )]

-fwdclr < fwdclr >][ -revclr < revclr >][ -optctd ( true |false )]
-optcdv  ( true |false )][ -loadbal ( true |false )]

-vponly ( true | false )]

[
[
[
[
[
[

1.3.4.6.3 Creating a PNNI Profile

This command lets you create a PNNI path computation profile. Enter the following parame-
ters:

myswitch::configuration atmroute pnni profile> new <nodeix> <profileix>/
( cbr | rtVbr | nrtVbr | abr | ubr)
-minfwder  <minfwdcr> ][ -minrevcr <minrevcr> ]

-fwdclptype ( clpEqual0 | clpEqualoOrl )]

-revclptype ( clpEqual0 | clpEqualoOrl )]

-fwdclr < fwdclr >][ -revclr <revclr >][ -optctd ( true |false )]
-optcdv  ( true |false )][ -loadbal ( true |false )]

-vponly ( true | false )]
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The parameters for delete, new, and modify are defined as follows:

Parameter

Description

nodeix

The index number of the node to which the profile belongs.

profileix

The index number of the profile.

cbr | rtvbr | nrtVbr | abr |
ubr

Used only with the new command. Indicates for which class of service this profile is used:
either cbr, rtVbr, nrtVbr, abr, or ubr.

-minfwdcr <minfwdcr>

The minimum forward cell rate requirement.

-minrevcr <minrevcr>

The minimum reverse cell rate requirement.

-fwdclptype
(clpEqual0 ] clpEqual0Orl)

clpEqual0  means the requested CLR constraint in the forward direction is for the CLPO
stream. clpEqualOOR1 means the requested CLR constraint in the forward direction is
for CLPO+1 stream.

-revclptype
(clpEqual0 ] clpEqual0Orl)

clpEqual0  means the requested CLR constraint in the reverse direction is for the CLPO
stream. clpEqualOOR1 means the requested CLR constraint in the reverse direction is for
CLPO+1 stream.

-fwdclr <fwdclr>

The forward CLR. Applies only to CBR and VBR class of service.

-revclr <revclr>

The reverse CLR. Applies only to CBR and VBR class of service.

-optctd (true | false)

true means that the profile is to optimize on CTD and false means that it is not.

Applies only to CBR and VBR class of service.

-optcdv (true ] false)

true means that the profile is to optimize on Cell Delay Variation (CDV) and false
means that it is not. Applies only to CBR and VBR class of service.

-loadbal (true ] false)

true means that load balancing is activated for the profile and false means that it is not.
Applies only to CBR and VBR class of service.

-vponly (true | false)

true means that the profile is for a VP connection and false means that it is not.
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1.3.4.6.4 Displaying PNNI Profile Information

This command lets you display PNNI path computation profile information. Enter the follow-

ing parameters:

myswitch::configuration atmroute pnni profile> show
Node Profile Service MinFwdCR MinRevCR FwdClIpType RevClpType FwdCLR RevCLR

1 1 cbr N/A

N/A

clpEqual0 clpEqual0 N/A  N/A

State  ProfileType LoadBal VPOnly OptCTD OptCDV OptAdmWt NumAvd NumPref
inactive mgmtEntry false false false false aw N/A N/A
Node Profile Service MinFwdCR MinRevCR FwdClpType RevClpType FwdCLR RevCLR

1 2 ubr  N/A

N/A

clpEqual0 clpEqual0 N/A  N/A

State  ProfileType LoadBal VPOnly OptCTD OptCDV OptAdmWt NumAvd NumPref
computed cacheEntry false false false false aw 0 0

The fields in this display are defined as follows:

Field Description

Node The index number of the node to which this profile belongs.

Profile The index number of the profile.

Service Shows for which class of service this profile is used: either cbr, rtVbr, nrtVbr, abr, or ubr.

MinFwdCR The minimum forward cell rate requirement.

MinRevCR The minimum reverse cell rate requirement.

FwdClpType clpEqual0  means the requested CLR constraint in the forward direction is for the CLPO
stream. clpEqualOOR1 means the requested CLR constraint in the forward direction is
for CLPO+1 stream.

RevClpType clpEqual0  means the requested CLR constraint in the reverse direction is for the CLPO
stream. clpEqualOOR1 means the requested CLR constraint in the reverse direction is for
CLPO+1 stream.

FwdCLR The forward CLR. Applies only to CBR and VBR class of service.

RevCLR The reverse CLR. Applies only to CBR and VBR class of service.

State The current state of the profile.

ProfileType This is a read-only field. mgmtEntry means this profile is dynamically generated.
cacheEntry means this profile is user-configured.

LoadBal true means that load balancing is activated for the profile and false means that it is not.
Applies only to CBR and VBR class of service.

VPOnly true means that the profile is for a VP connection and false means that it is not.

OptCTD true means that the profile is to optimize on CTD and false means that it is not.
Applies only to CBR and VBR class of service.
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Field Description

OptCDV true means that the profile is to optimize on Cell Delay Variation (CDV) and false
means that it is not. Applies only to CBR and VBR class of service.

OptAdmWt Shows if the profile will optimize on administrative weight.

NumAvd A read-only field, for cache profiles only, showing the number of avoided links in this pro-
file.

NumPref A read-only field, for cache profiles only, showing the number of preferred links in this
profile.

You can also display information about a specific node or profile as follows:

myswitch::configuration atmroute pnni> profile show [< nodeix >][< profileix
myswitch::configuration atmroute pnni> profile show 11
Node Profile Service MinFwdCR MinRevCR FwdClpType RevClpType FwdCLR RevCLR
11 cbr N/A  N/A clpEqual0 clpEquald N/A  N/A
State  ProfileType LoadBal VPOnly OptCTD OptCDV OptAdmWt NumAvd NumPref

inactive mgmtEntry false false false false aw N/A N/A

>][ advanced ]

The fields in this display are defined in the same manner as those in the previous example.
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You can also display advanced information about all of the nodes and profiles or a specific
node or profile as follows:

myswitch::configuration atmroute pnni profile> show advanced 1 2
Node Profile Service MinFwdCR MinRevCR FwdClpType RevClpType FwdCLR RevCLR
1 2 ubr N/A N/A clpEqual0 clpEqual0 N/A N/A
State  ProfileType LoadBal VPOnly OptCTD OptCDV OptAdmWt NumAvd NumPref
computed cacheEntry false false false false aw 0 0

No avoided link information for this profile
No preferred link information for this profile

The fields in this display are defined in the same manner as those in the previous example.
There is additional information given about avoided or preferred links, if any such informa-
tion is available.

If no PNINI profiles have been configured, then the following is displayed:

myswitch::configuration atmroute pnni profile> show
No profile information is available
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1.3.5 PNNI Policy Prefix Configuration Commands

These commands allow you to configure a policy prefix for a node. A policy allows you to
impose rules on how a node propagates information to its peer group about other peer
groups. Each policy consists of an ATM address prefix, one of three actions associated with the
address, and an optional metric tag. (For more information about policy, see the Network
Configuration manual for your switch.) You can display the list of available subcommands by
typing ? at the policy level.

myswitch::configuration atmroute policy> ?
delete modify new show

1.3.5.1 Deleting a PNNI Policy Prefix
This command allows you to delete an existing policy prefix. Enter the following parameters:
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myswitch::configuration atmroute policy> delete  <nodeix> <address> <len>

1.3.5.2 Modifying a PNNI Policy Prefix
This command allows you to modify an existing policy prefix. Enter the following parameters:

myswitch::configuration atmroute policy> modify  <nodeix> <address> <len>
[ -type ( internal | exterior | both )]
[ -action ( summary | suppress | advertise )]
[ -mtag <tag> ]

1.3.5.3 Creating a PNNI Policy Prefix
This command allows you to create a new policy prefix. Enter the following parameters:

myswitch::configuration atmroute policy> new <nodeix> <address> <len>
[ -type ( internal | exterior | both )]
[ -action ( summary | suppress | advertise )]
[ -mtag <tag> ]
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The parameters for delete, modify, and new are defined as follows:

Parameter Description
nodeix The index number of the node to which the policy applies.
address The 19-byte address prefix of the policy.
len The address prefix length of the policy.

-type (internal | exterior |
both)

The type of reachable addresses to which the policy applies. internal means the policy
applies to internal reachable addresses within that node’s FORE hierarchy area.
exterior  means the policy applies to exterior reachable addresses outside of that node’s
FORE hierarchy area. both means the policy applies to both internal and exterior
addresses. The default is both .

-action (summary | sup-
press | advertise)

The policy for exchanging dynamic reachability address prefixes. Addresses matching a
summary policy cause just the summarized prefix of the address to be announced to the
node’s peer group. Addresses matching a suppress policy are not announced to the
node’s peer group at all. Addresses matching an advertise  policy cause the entire
address to be announced to the node’s peer group. An advertise  policy is only used to
advertise exceptions to a suppress policy. The default is summary.

-mtag <tag> The metric tag associated with this policy. Look in the Tag field under conf atmroute
pnni metric show to find the appropriate tag number. The default is 0.
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1.3.5.4 Displaying PNNI Policy Prefix Information

This command allows you to display information about existing policy prefixes. Enter the fol-
lowing parameters:

myswitch::configuration atmroute policy> show

Node Address Plen Type Action

1 47.000580ffe1000000f21a355200204806790b00 72 both  summary
State MTag
inactive 0

The fields in this display are defined as follows:

>
Field Description o =
o O
Node The index number of the node to which this policy applies. g 5.
Address The address prefix of the policy. %’_ ‘g
Q
Plen The address prefix length of the policy (the significant part of the address). @ =3
=]

Type The type of reachable addresses to which the policy applies. internal means the policy

applies to internal reachable addresses within that node’s FORE hierarchy area.
exterior  means the policy applies to exterior reachable addresses outside of that node’s
FORE hierarchy area. both means the policy applies to both internal and exterior
addresses.

Action The action to take when using this policy. Addresses matching a summary policy cause
just the summarized prefix of the address to be announced to the node’s peer group.
Addresses matching a suppress policy are not announced to the node’s peer group at
all. Addresses matching an advertise  policy cause the entire address to be announced
to the node’s peer group.

State Indicates the current state of this policy. If there are no reachable addresses that match this
policy, then the state is listed as inactive . When a summary policy is matched and is
being used, the state is listed as summarizing . When a suppress policy is matched and is
being used, the state is listed as suppressing . When an advertise policy is matched and
is being used, the state is listed as advertising

Mtag The metric tag associated with this policy. See the Tag field under conf atmroute pnni
metric show

You can also display specific policy information as follows:

myswitch::configuration atmroute policy> show [< nodeix > [< address > < len >]]
myswitch::configuration atmroute policy> show 1
Node Address Plen Type Action

1 47.000580ffe1000000f21a355200204806790b00 72 both  summary
State MTag
inactive 0

The fields in this display are defined in the same manner as those in the previous example.
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1.3.6 SPANS ATM Route Configuration Commands

These commands allow you to modify various aspects of SPANS-NNI on a switch. You can
display the list of available subcommands by typing ? at the spans level.

myswitch::configuration atmroute spans>

area border show
In order for part of a FORE ATM cloud to be a
m hierarchical SPANS area, all switches in that
cloud must be running a software version that is

at least ForeThought 4.0 or greater. Otherwise,
SPANS connectivity between the hierarchical
area and the SPANS area will be lost.

1.3.6.1 Setting the SPANS Area ID

This command enables you to set the SPANS area ID. Enter the following parameters:

myswitch::configuration atmroute spans>

This parameter is defined as follows:

area <area>

Parameter

Description

area

all switches is 242 in decimal.

The ID of the area in the SPANS routing hierarchy to which this switch belongs. This num-
ber goes into the most significant byte of the SPANS ATM address. The default area ID for

L. The switch must be rebooted for this command to take effect. Therefore, you must be in a local AMI session to perform

this command.
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1.3.6.2 Setting the SPANS-NNI Border Switch Functionality

A switch that has a link to another switch belonging to a different SPANS area is considered a
border switch. A border switch advertises reachability to its area to switches outside of its
area, but it does not share its area’s topology with the other switches. You should enable bor-
der switch functionality on all switches that are on the outside edges of all of the areas that
you have established. This command lets you designate whether or not this switch will act as
a SPANS-NNI border switch. Enter the following parameters:

myswitch::configuration atmroute spans> border ( enable | disable )
>
This parameter is defined as follows: o (%
3 S
Parameter Description g ‘é"
enable | disable? Entering enable (and rebooting) means that this switch will be a SPANS border switch. § g_
o
=]

Entering disable (and rebooting) means that this switch will not be a SPANS border
switch. The default is disable.

L. The switch software must be restarted for this command to take effect. Therefore, you must be in a local AMI session to
perform this command.

1.3.6.3 Displaying SPANS-NNI Parameters

This command let you display all of the SPANS-NNI topology parameters. Enter the follow-
ing parameters:

myswitch::configuration atmroute spans> show
SPANS Area ID 242
SPANS NNI border switch functionality is disabled

The fields in this display are defined as follows:

Field Description

SPANS Area ID The ID of the area in the SPANS routing hierarchy to which this switch belongs. This num-
ber goes into the most significant byte of the SPANS ATM address.

SPANS NNI border switch| If this functionality is enabled , this switch is a SPANS-NNI border switch. If it is
functionality is disabled disabled , this switch is not a SPANS-NNI border switch.
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1.4 Switch Board Configuration Commands

This submenu lets you configure default values for the switch board. Type ? at the board
level to display the available subcommands.

myswitch::configuration board> ?
clockscale oam show

1.4.1 Configuring the Clock Scaling Factor on a Switch Board

This is an advanced command that lets you set the clock scaling factor for traffic policing on a
switch board. The switch board represents units of time (i.e., burst tolerances) in internal units
of clock ticks. Because of the 40 MHz clock used on the switch fabric, the maximum unit of
time that can be used by the traffic policing hardware is 0.838 seconds. However, the burst tol-
erance of some VBR connections is larger than 0.838 seconds, so they can not be correctly
policed by the switch. To accommodate these cases, it is possible to scale the clock to represent
larger amounts of time with the same number of ticks. Enter the following parameters:

myswitch::configuration board> clockscale  <board> <factor>

These parameters are defined as follows:

Parameter Description
board? The number of the board (1 - 4) on which the clockscale is being configured.
factor? The factor by which you want to scale the clock. The scaling factor multiplied by 0.838 sec-
onds should be greater than the burst tolerance of the connection. The default is 1.

1 The HDCOMP ASIC must be version 1 or greater to support changing the clockscale. To display the ASIC version, use
the conf board show advanced command.

2 This command is only useful when performing traffic policing on VBR traffic with an extremely large burst tolerance
that is destined for a very low speed (DS1) link. If these conditions are not represented in your network, it is recom-
mended that you leave this value at the default setting.

If you change the clockscale setting, the following warning is displayed:

myswitch::configuration board> clockscale 1 2

*hkkk WARNING *kkkk
Changing the Clock Scale Factor will have undesired effects on
existing policed connections until the switch software is restarted.
Restart the switch software [n]?

Entering n or pressing <ENTER> aborts the command. Entering y causes the switch to restart
and use the new clockscale setting.
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1.4.2 Configuring OAM Cell Processing on a Switch Board

If you have enabled OAM cell processing on some ports on a switch board using the conf
port aisrdi enable command, this command lets you override OAM cell transmission
and reception on all ports on that switch board. (See Section 1.12.3 for more information about
the conf port aisrdi command.) This command is useful if an errant node that is attached
to one of the ports on your switch board is flooding your board with too many OAM cells.

When conf board oamdisable is entered, the port level settings are still retained, but OAM
cell processing ceases on all ports on that board. When conf board oamenable is entered,
all ports on that board use their last port level settings again, so OAM cell processing starts

again only on the ports on which it was last enabled. 3§>

89

myswitch::configuration board> oam <board> ( enable | disable ) g =

€

e

These parameters are defined as follows: S
Parameter Description

board The number of the board on which OAM cell processing is being configured. Can be 1, 2,

3, or 4 for an ASX-1000 or a TNX-1100, with 1 being the leftmost slot. On all other
switches, this number is always 1 because there is only one board in those switches.

enable | disable Entering enable returns all ports on this board to their last port level settings for OAM
cell processing before this functionality was disabled. Entering disable causes OAM cell
processing to stop on all ports on this board, despite the conf port aisrdi  settings.
These settings are still retained. The default is disable

All switches respond to OAM end-to-end loopback requests for originating/terminating
VPTs. All switches also pass through OAM end-to-end loopback requests and responses that
are received for VPCs and VCCs transparently.

ASX-1000s and TNX-1100s respond to all OAM segment loopback requests, while
ASX-200BXs, ASX-200WGs, LE 155s, and TNX-210s only respond to OAM segment loopback
requests received for originating/terminating VPTs. OAM segment loopback requests
received for VPCs and VCCs are dropped by these types of switches. Also, the insertion of
OAM loopback request cells is not supported.
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1.4.3 Displaying the Board Configuration

This command shows the current configuration of the switch board (switch fabric). Enter the
following parameters:

myswitch::configuration board> show
Board Model HW-Ver Mfg-Rev SIN NMs ATM/OAM
2 asx1000 O D 4084 3 disabled

The fields in this display are defined as follows:

Field Description

Board The number of the slot in which the board (switch fabric) is installed.

Model The type of switch this is.

HW-ver The hardware version of this board.

Mfg-Rev The manufacturing revision number.

S/N The serial number of this switch board.

NMs The number of network modules installed in this board.

ATM/0OAM Shows if OAM cell processing is enabled or disabled on this switch board. disabled
means OAM cell processing is stopped on all ports on this board, despite the conf port
aisrdi  settings. enabled returns all ports on this board to their last conf port aisrdi
settings before this functionality was disabled.

You can also display advanced information about a switch board. Enter the following:

myswitch::configuration board> show [ <board> ][ advanced ]
myswitch::configuration board> show advanced

Board ClockScale HDCOMPversion

1 1 0

The fields in this display are defined as follows:

Field Description
Board The number of the slot in which the board (switch fabric) is installed.
ClockScale The factor by which the clock is scaled for traffic policing.
HDCOMPversion! The version number of the HDCOMP ASIC on this switch board.

1 The HDCOMP ASIC must be version 1 or greater to support the AAL5 partial packet policing command under conf
port pppolicing  and to support changing the clockscale under conf board clockscale
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1.5 CEC Configuration

The cec commands let you configure the Timing Control Module (TCM) on a CEC-Plus. The
CEC-Plus is an environmental/timing management subsystem. To display the cec com-
mands, a TCM must be installed in the switch. You can display the list of available subcom-

mands by typing ? at the cec level.

myswitch::configuration cec> ?
alarms> slotx> sloty> timing>

1.5.1 Alarms Configuration Commands

This submenu lets you configure alarm conditions that are a result of various environmental
and synchronization timing conditions. You can display the list of available subcommands by
typing alarms ?  at the cec level.
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myswitch::configuration cec> alarms ?
disable enable relays> show

1.5.1.1 Disabling an Alarm
This command lets you disable an alarm. Enter the following parameters:

myswitch::configuration cec alarms> disable ( major | minor ) <alarm type>

These parameters are defined as follows:

Parameter Description
major | minor Designates whether the alarm type causes a major alarm or a minor alarm when that con-
dition occurs.
alarm type Indicates the alarm condition. Valid parameters are displayed in the AlarmType field
when the command string conf alarms show is entered.

For example, to disable an overtemperature condition that is detected by the overtemperature
sensor as a minor alarm, enter the following parameters:

myswitch::configuration cec alarms> disable minor tempSensorOverTemp
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To verify that the change has taken effect, you can display the alarms:

myswitch::configuration alarms> show

AlarmType AlarmStatus  MinorAlarm MajorAlarm
powerSupplylnputFailed active disabled enabled
powerSupplyOutputFailed active disabled enabled
fanBankFailed active disabled enabled
tempSensorOverTemp inactive disabled enabled

Major alarm relay status: on
Minor alarm relay status: off

1.5.1.2 Enabling an Alarm
This command lets you enable an alarm. Enter the following parameters:

myswitch::configuration cec alarms> enable ( major | minor ) <alarm type>

These parameters are defined as follows:

Parameter Description

major | minor Designates whether the alarm type causes a major alarm or a minor alarm when that con-
dition occurs.

alarm type Indicates the kind of alarm condition. Valid parameters are displayed in the AlarmType
field when the command string conf alarms show is entered at the prompt.

For example, to enable an overtemperature condition that is detected by the overtemperature
sensor as a major alarm, enter the following parameters:

myswitch::configuration cec alarms> enable major tempSensorOverTemp

To verify that the change has taken effect, you can display the alarms:

myswitch::configuration alarms> show

AlarmType AlarmStatus  MinorAlarm MajorAlarm
powerSupplylnputFailed active disabled enabled
powerSupplyOutputFailed active disabled enabled
fanBankFailed active disabled enabled
tempSensorOverTemp inactive disabled enabled

Major alarm relay status: on
Minor alarm relay status: off
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1.5.1.3 Configuring an Alarm Relay

These commands let you configure or display alarm relays. You can show the list of available
subcommands by typing relays ?  at the alarms level. Enter the following parameters:

myswitch::configuration cec alarms> relays ?
set show

15131 Setting an Alarm Relay

This command lets you set an alarm relay. Enter the following parameters: >
<
9o
myswitch::configuration cec alarms relays> set <relay number> ( major | minor | unused) 38
3 =
2 €
. o g
These parameters are defined as follows: o %.
=]
Parameter Description
relay number Indicates the number which corresponds to one of the five alarm relay LEDs on the front
of the SCP.
major | minor | unused Indicates if you want the alarm relay to be major , minor , or unused .

1.5.1.3.2 Displaying the Alarm Relays
This command lets you display the alarm relays. Enter the following parameters:

myswitch::configuration cec alarms relays> show
Relay Alarm Current
Number Function State

1 major on

2 minor on

3 unused off

4 unused off

5 major on

The fields in this display are defined are defined as follows:

Field Description
relay number Shows the number which corresponds to one of the five alarm relay LEDs on the front of
the SCP.
Alarm Function Shows whether the alarm relay has been configured as major , minor , or unused .
Current State Shows whether the alarm relay is on (in a state of alarm) or off (not in a state of alarm).
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1.5.1.4 Displaying Alarm Conditions
This command lets you display the status of all alarms. Enter the following:

myswitch::configuration cec alarms> show
AlarmType AlarmStatus  MinorAlarm MajorAlarm
powerSupplylnputFailed active disabled enabled
powerSupplyOutputFailed active disabled enabled
fanBankFailed active disabled enabled
tempSensorOverTemp inactive disabled enabled

Major alarm relay status: on
Minor alarm relay status: off

The fields in this display are defined as follows:

Field

Description

AlarmType

Displays the name of the alarm.

AlarmStatus

Shows whether the state of the alarm is active (alarming) or inactive (not alarming).
An alarm is active if the underlying condition is detected. For power supplies, the
input failed alarm condition is active if the input voltage is not within the nominal
range for the supply. This does not necessarily mean that an output failure will result.
A power supply output failure condition is active if any power supply is failing or if
it is physically removed.

MinorAlarm disabled means that this alarm type will not cause a minor alarm. enabled means that
this alarm type causes a minor alarm.
MajorAlarm disabled means that this alarm type will not cause a major alarm. enabled means that

this alarm type causes a major alarm.

Major Alarm relay status

off means that no major alarms are currently active. on means that one or more major
alarms are currently active. Look at the AlarmStatus  field to see which condition is in a
state of alarm.

Minor Alarm relay status

off means that no minor alarms are currently active. on means that one or more minor
alarms are currently active. Look at the AlarmStatus  field to see which condition is in a
state of alarm.
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1.5.2 TCM Selection

The slotx and sloty submenus allow you to choose a TCM for further configuration. To
configure parameters on the TCM in slot X (the top slot), type slotx at the cec level. To con-
figure the TCM in slot Y (the bottom slot), type sloty at the cec level.

1.5.3 TCM Configuration Commands

Once an individual TCM has been selected for configuration, you can configure IP parame-
ters, change the name of the TCM, display information about the TCM, and so on. You can dis-

play the list of available subcommands by typing ? at the slotx or sloty sublevel. The J§>
commands for both levels are the same, but they are only described once with examples that o=
read slotx S g
-
myswitch::configuration cec slotx> ? & §_
ip> name rs232> show S

snmp> timezone

1.5.3.1 IP Configuration Commands

The ie0 and iel interfaces of all installed
m TCMs and the ie0 interface of all installed SCPs

must all reside on the same subnet.

These commands let you change the IP configuration of the TCM’s interfaces. You can display

the list of available subcommands by typing ip ? at the configuration level.
myswitch::configuration cec slotx ip> ?
address admin broadcast mask
route> show
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15311 Configuring the IP Address
This command lets you configure an IP address for one of the TCM’s IP interfaces. Enter the
following parameters:

myswitch::configuration cec slotx ip> address  <interface> <address>

These parameters are defined as follows:

Parameter Description
interface Indicates the name of the IP interface to be managed.
address Indicates the IP address for this interface.

15.3.1.2 Configuring the IP State
This command lets you enable or disable the IP interfaces on the TCM. Enter the following
parameters:

myswitch::configuration cec slotx ip> admin <interface> ( up| down)

These parameters are defined as follows:

Parameter Description
interface Indicates the name of the IP interface to be managed.
up | down Entering up enables the designated interface. Entering down disables the designated inter-
face.

15.3.1.3 Configuring the IP Broadcast Address
This command allows you to modify the broadcast address for one of the TCM’s IP interfaces.
Enter the following parameters:

myswitch::configuration cec slotx 